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COMPUTER IMPLEMENTED SYSTEMS AND
METHODS FOR PROVIDING A MOBILE
SOCIAL ENTERPRISE INTERFACE

PRIORITY AND RELATED APPLICATION DATA

This application claims priority to commonly assigned
U.S. Provisional Patent Application No. 61/502,053, titled
“Systems and Methods for Providing a Mobile Social Enter-
prise Interface”, by Tyler Ziemann, filed on Jun. 28, 2011,
which is hereby incorporated by reference in its entirety and
for all purposes.

COPYRIGHT NOTICE

A portion of the disclosure of this patent document con-
tains material, which is subject to copyright protection. The
copyright owner has no objection to the facsimile reproduc-
tion by anyone of the patent document or the patent disclo-
sure, as it appears in the Patent and Trademark Office patent
file or records, but otherwise reserves all copyright rights
whatsoever.

TECHNICAL FIELD

The present application relates generally to providing on-
demand services in a network using a database system and,
more specifically, to techniques for updating and visualizing
information stored in the database system over the network.

BACKGROUND

Organizations typically employ many different types of
software and computing technologies to meet their comput-
ing needs. However, installing and maintaining software on
an organization’s own computer systems may involve one or
more drawbacks. For example, when software must be
installed on computer systems within the organization, the
installation process often requires significant time commit-
ments, since organization personnel may need to separately
access each computer. Once installed, the maintenance of
such software typically requires significant additional
resources. Hach installation of the software may need to be
separately monitored, upgraded, and/or maintained. Further,
organization personnel may need to protect each installed
piece of software against viruses and other malevolent code.
Given the difficulties in updating and maintaining software
installed on many different computer systems, it is common
for software to become outdated. Also, the organization will
likely need to ensure that the various software programs
installed on each computer system are compatible. Compat-
ibility problems are compounded by frequent upgrading,
which may result in different versions of the same software
being used at different computer systems in the same organi-
zation.

Accordingly, organizations increasingly prefer to use on-
demand services accessible via the Internet rather than soft-
ware installed on in-house computer systems. On-demand
services, often termed “cloud computing” services, take
advantage of increased network speeds and decreased net-
work latency to provide shared resources, software, and infor-
mation to computers and other devices upon request. Cloud
computing typically involves over-the-Internet provision of
dynamically scalable and often virtualized resources. Tech-
nological details can be abstracted from the users, who no
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longer have need for expertise in, or control over, the tech-
nology infrastructure “in the cloud” that supports them.

BRIEF DESCRIPTION OF THE DRAWINGS

The included drawings are for illustrative purposes and
serve only to provide examples of possible structures and
process operations for the disclosed inventive systems, appa-
ratus, and methods for providing a mobile social interface.
These drawings in no way limit any changes in form and
detail that may be made by one skilled in the art without
departing from the spirit and scope of the disclosed imple-
mentations.

FIG. 1 shows a flowchart of an example of a shared contact
data maintenance method 100, performed in accordance with
some implementations.

FIG. 2 shows a flowchart of an example of a contact data
search method 200, performed in accordance with some
implementations.

FIG. 3 shows a flowchart of an example of a contact data
reconciliation method 300, performed in accordance with
some implementations.

FIG. 4 shows a flowchart of an example of a location-based
contact search method 400, performed in accordance with
some implementations.

FIG. 5 shows a flowchart of another example of a location-
based contact search method 500, performed in accordance
with some implementations.

FIG. 6 illustrates an example of an image 600 of a user
interface displaying identified shared contact data that is fil-
tered by department in accordance with some implementa-
tions of method 200.

FIG. 7 illustrates an example of an image 700 of a user
interface that presents the identified shared contact data after
applying one or more filters in accordance with some imple-
mentations of method 200.

FIG. 8 illustrates an example of an image 800 of a user
interface that allows a user to select shared contact data items
to store as private contact data in accordance with some
implementations of method 200.

FIG. 9 illustrates an example of an image 900 of a user
interface that may be used to determine how selected shared
contact data items are stored as private contact data in accor-
dance with some implementations of method 200.

FIG. 10 illustrates an example of an image 1000 of a user
interface that may be used to store search parameters in accor-
dance with some implementations of method 200.

FIG. 11 illustrates an example of an image 1100 of a user
interface that may be used to issue a request to reconcile
private contact data with shared contact data in accordance
with some implementations of method 300.

FIG. 12 illustrates an example of an image 1200 of a user
interface that may be used to identify a source of shared
contact data in accordance with some implementations of
method 300.

FIG. 13 illustrates an example of an image 1300 of a user
interface that may provide a report about the contact data
reconciliation in accordance with some implementations of
method 300.

FIG. 14 illustrates an example of an image 1400 of a user
interface that presents differences between the private contact
data and the shared contact data in accordance with some
implementations of method 300.

FIG. 15 illustrates an example of an image 1500 of a user
interface that may be used to select and store settings associ-
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ated with the reconciliation of the shared contact data with the
private contact data in accordance with some implementa-
tions of method 300.

FIG. 16 illustrates an example of an image 1600 of a user
interface that may be used to receive a request to perform a
location-based search of contact data, in accordance with
some implementations.

FIG. 17 illustrates an example of an image 1700 of a user
interface that may be used to receive a selection from among
the identified contacts, in accordance with some implemen-
tations.

FIG. 18 illustrates an example of an image 1800 of a user
interface that may be used to store the selected contacts, in
accordance with some implementations.

FIG. 19 illustrates an example of an image 1900 of a user
interface that may be used to store the search parameters and
the location parameters used to conduct location-based con-
tact search method 500, in accordance with some implemen-
tations.

FIG. 20 illustrates an example of an image 2000 of a user
interface that may be used to determine how notifications are
provided to auser, in accordance with some implementations.

FIG. 21 illustrates an example of an image 2100 of a user
interface that may be used to provide a notification to a user,
in accordance with some implementations.

FIG. 22A shows a system diagram 2200 illustrating archi-
tectural components of an on-demand service environment
that may be used to implement a contact data unification
method, in accordance with some implementations.

FIG. 22B shows a system diagram further illustrating
architectural components of an on-demand service environ-
ment that may be used to implement a contact data unification
method, in accordance with some implementations.

FIG. 23 shows a system diagram 2310 illustrating the
architecture of a multitenant database environment, in accor-
dance with some implementations.

FIG. 24 shows a system diagram 2310 further illustrating
the architecture of a multitenant database environment, in
accordance with some implementations.

DETAILED DESCRIPTION

Examples of systems, apparatus, and methods according to
the disclosed implementations are described in this section.
These examples are being provided solely to add context and
aid in the understanding of the disclosed implementations. It
will thus be apparent to one skilled in the art that implemen-
tations may be practiced without some or all of these specific
details. In other instances, well known process/method steps
have not been described in detail in order to avoid unneces-
sarily obscuring implementations. Other applications are
possible, such that the following examples should not be
taken as definitive or limiting either in scope or setting.

In the following detailed description, references are made
to the accompanying drawings, which form a part of the
description and in which are shown, by way of illustration,
specific implementations. Although these implementations
are described in sufficient detail to enable one skilled in the art
to practice the disclosed implementations, it is understood
that these examples are not limiting, such that other imple-
mentations may be used and changes may be made without
departing from their spirit and scope. For example, the blocks
of methods shown and described herein are not necessarily
performed in the order indicated. It should also be understood
that the methods may include more or fewer blocks than are
indicated. In some implementations, blocks described herein
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4

as separate blocks may be combined. Conversely, what may
be described herein as a single block may be implemented in
multiple blocks.

Conventional methods of storing contact information do
not provide as much contact information for a particular
contact as may be available. “Contact information” may refer
to information that identifies particular traits or distinguish-
ing characteristics associated with an entity, particularly
information for how one can identify and reach, i.e., contact
that entity. The entity may be a business entity, such as a
company, or an individual such as an employee of a company.
By way of example, contact information associated with the
business entity may identify a phone number or business
address that may be used to contact the business entity. While
conventional methods of storing contact information may
allow a user to manually input and store contact information,
they do not provide the user with access to additional sources
of contact information that may be used to enrich the poten-
tially limited amount of contact information known to the
user.

In one conventional scenario, a user may create a list of
contacts and may store various contact information associ-
ated with each contact included in the list. The contacts may
be stored locally on a computing device, or on a server. While
the user may be provided access to the user’s own contact
information stored either locally or remotely, if the user
wishes to supplement the user’s contact information, the user
must find a way to locate the additional contact information
and update the user’s contact information by inputting the
additional contact information manually. Thus, the user may
have to locate and access a website associated with a business,
copy a piece of contact information associated with the busi-
ness, such as a phone number, and then input the phone
number into the user’s own contact data.

Other limitations of conventional methods relate to search-
ing contacts with respect to geographical information. For
example, a user of a database service may be a traveling
salesperson who has created a list of contacts, which repre-
sent sales opportunities. In this example, if the salesperson
arrives at a new or unfamiliar location, the salesperson’s
contact information might not include any contacts or sales
opportunities in the new area because the salesperson might
not know anyone in the area. In order to identify potential new
contacts and sales opportunities in the area, the salesperson
may manually perform an internet search and attempt to
identify new contacts within the salesperson’s proximity
based on information returned by the search. However, such a
process may be laborious, as it may require the user to manu-
ally identify potential new contacts through independent
searching. Furthermore, the internet search may be per-
formed on a small or limited set of data.

The disclosed implementations provide a user with the
ability to access shared contact information stored in a shared
database to which multiple entities contribute contact infor-
mation. Thus, shared contact information stored in the shared
database may be “crowd sourced.” The disclosed implemen-
tations may further allow the user to retrieve contact infor-
mation from the shared database. Because multiple entities
contribute information to the shared database, the shared
contact information stored in the shared database may pro-
vide a centralized repository of shared contact information
that has far more contact information associated with a par-
ticular contact than the user’s own contact data. In some
implementations, the user may be provided with access to the
shared contact information as part of a database service the
user has subscribed to.
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In one example, the user may store contact information in
a virtual portion of a multi-tenant database system operated
and maintained by an on-demand database service provider.
The virtual portion of the database system may be a portion of
the database system that is provided by the database service
provider as part of a service the user subscribes to, and that is
accessible only by the user and not by other users of the
database system. In various implementations, a virtual por-
tion of the on-demand service environment is called an “org.”
Thus, in some implementations, a user may subscribe to a
service provided by a database service provider. The database
service provider may provide the user with an org in response
to the user successfully subscribing to a particular service.
Thus, the org may provide the user with a portion of the
database service provider’s database system that functions as
a “sand box” capable of implementing any database service
that the user has subscribed to and is permitted access to.

Accordingly, when the user logs in to the user’s virtual
portion of the database system, the user may access and view
theuser’s contact information. The user may be provided with
an indication that additional contact information is available.
The additional contact information may be obtained from the
shared database. Thus, the user may choose to import the
additional contact information into the user’s contact infor-
mation from the shared contact information. In response to
receiving the user’s selection, the database service provider
may import the relevant additional contact information into
the user’s contact information automatically.

The disclosed implementations further provide a user with
access to geographical information that identifies a geo-
graphical location associated with the contact. In various
implementations, a database service provider may search pri-
vate contact data as well as “crowd sourced” shared contact
data associated with a contact, and retrieve contact informa-
tion associated with the contact. In various implementations,
the contact information may include geographical informa-
tion that identifies a geographical location associated with the
contact. In various implementations, a database service pro-
vider may be able to use geographical information associated
with the user and the identified contact to determine a distance
between the user and the identified contact.

Thus, in various implementations a user may issue a
request to conduct a location-based search of contact data.
The database service provider may search the contact data
and identify relevant contacts based on a set of retrieved
parameters. In various implementations, the parameters may
include a designated geographical distance from the user.
Thus, the database service provider may use contact data to
determine a distance between the contact and the user. The
database service provider may then compare the determined
distance with the designated geographical distance. If the
determined distance is less than the designated geographical
distance, the contact may be included as a result of the search.
Thus, in response to receiving a request to perform a location-
based search of contact data, contact data including crowd
sourced shared contact data may be searched, and relevant
contacts within the user’s proximity may be returned.

In various implementations, the user may not have been
previously aware of the displayed contact information. Thus,
a geographical representation of the identified contacts gen-
erated and displayed on a user system’s display device, for
instance, in a graphical user interface (GUI), may inform the
user of other contacts or sales opportunities within the user’s
geographical proximity of which the user was not previously
aware. Furthermore, the geographical representation may
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6

provide the user with contact information that may be used to
communicate with the identified contacts, such as a phone
number or business address.

Furthermore, the search parameters may be stored so that
the search may be repeated subsequently. In various imple-
mentations, the search may be repeated as part of an auto-
matic process performed by a computer application provided
by the database service provider. Thus, according to various
implementations, if the user changes locations, the search
may be repeated and the results of the search may be updated.
In various implementations, a notification, such as an email
message or a text message, is provided to the user indicating
that the search has been repeated and new contacts have been
identified.

These and other embodiments may be implemented by
various types of hardware, software, firmware, etc. For
example, some embodiments may be implemented, at least in
part, by machine-readable media that include program
instructions, state information, etc., for performing various
services and operations described herein. Examples of pro-
gram instructions include both machine code, such as pro-
duced by a compiler, and files containing higher-level code
that may be executed by the computer using an interpreter.
Examples of machine-readable media include, but are not
limited to, magnetic media such as hard disks, floppy disks,
and magnetic tape; optical media such as CD-ROM disks;
magneto-optical media; and hardware devices that are spe-
cially configured to store program instructions, such as read-
only memory devices (“ROM”) and random access memory
(“RAM”). These and other features and benefits of the dis-
closed embodiments will be described in more detail below
with reference to the associated drawings.

FIG. 1 shows a flowchart of an example of a shared contact
data maintenance method 100, performed in accordance with
some implementations. In various implementations, the
method 100 may be used to receive an indication of updated
contact data, determine credibility information associated
with the updated contact data, and update the shared contact
data when the updated contact data is more credible then the
existing contact data.

In FIG. 1, at block 102, a request to view shared contact
data may be received. In various implementations, a request
may be received when a user of an on-demand database
service provided by a database service provider wishes to
view or contribute to shared contact data.

In various implementations, the contact data may describe
a particular industry or business associated with the entity.
For example, if the entity associated with the contact data is
an employee of a company or corporation, the contact data
may include the employee’s name, occupational title, role
within the organization that employs the individual, the
employee’s email address, mailing address, the employee’s
phone number, fax number, and an account name associated
with the employee. The contact data may also include various
other social network data associated with the employee, such
as a list of which social networks the employee belongs to,
and which “handles”, user 1D’s, or other identifiers may be
associated with the employee within each respective social
network.

If the entity associated with the contact data is a company
or corporation, the contact data may include information such
as the company’s name, phone number, email address, web-
site url, billing address, and shipping address. The contact
data may also include additional information associated with
the company, such as the total worth of the company, the
annual revenue earned by the company, primary place of
business, the number of employees employed by the com-
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pany, Dun & Bradstreet (D-U-N-S) number, Standard Indus-
try Classification (SIC) number, and North American Indus-
try Classification System (NAICS) number.

In various implementations, the contact data may comprise
contact data items. Thus, contact data may refer to all avail-
able contact information associated with an entity, such as all
biographical information associated with a sales representa-
tive. A contact data item may refer to a specific data object
storing a piece of information associated with the entity, such
as a phone number associated with the sales representative.

In various implementations, the contact data may be stored
in one or more records. A record may generally refer to a data
entity, such as an instance of a data object created by a user of
the database service, for example, about a particular entity
with which contact data is associated. The data object can
have a data structure defined by a database service (a standard
object) or defined by a subscriber (custom object). In one
embodiment implementing a multi-tenant database, all of the
records for the tenants have an identifier stored in a common
table. In various implementations, there may be several types
of'records, each of which is associated with a particular entity.
For example, a “Contact” record may store information with
a contact, such as biographical information, while a “Lead”
record may store information associated with a lead, such as
information regarding a prospect or potential business oppor-
tunity. Furthermore, an “Account” record may store informa-
tion associated with an account belonging to a user’s busi-
ness. The account may be, for example, a customer, a
competitor, or a partner.

In various implementations, a record has data fields that are
defined by the structure of the object (e.g. fields of certain data
types and purposes). A record can also have custom fields
defined by a user. A field can be another record or include
links thereto, thereby providing a parent-child relationship
between the records. Thus, according to various implemen-
tations, contact data associated with an entity, such as a con-
tact, may be stored in various data fields included in a record.
Each of the fields may store a contact data item associated
with an entity, such as a contact.

In various implementations, the contact data may be shared
contact data. Shared contact data may be contact data that is
stored in an on-demand database service environment such
that access to the data is shared by users of the database
services provided by the database service provider. Thus, the
shared contact data may be contributed to and accessible by a
plurality of entities associated with the database service, such
as users of the database service. Thus, a first entity, such as a
contact, may have associated shared contact data stored in a
database system. The shared contact data may include a plu-
rality of shared contact data items representing contact infor-
mation associated with the first entity, such as a business
address or occupational title. In various implementations, a
second and third entity may be able to access the shared
contact data and shared contact data items. The second and
third entity may be users of the database service provided by
the on-demand service provider. Moreover, in various imple-
mentations, the second and third entities may be able to edit
the shared contact data items or contribute additional infor-
mation to the records storing the shared contact data items.
Thus, according to various implementations multiple entities
may access or contribute information to shared contact data
associated with a single entity. Accordingly, the shared con-
tact data may include contact data aggregated from several
entities. In various implementations, the entities may be users
that subscribe to a service provided by the database service
provider.
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Invarious implementations, the shared contact data may be
stored in a virtual portion of the database service environ-
ment. The virtual portion may represent a partition of a data-
base system. In some implementations, the database system
may be a multi-tenant database system. A plurality of settings
may define the virtual portion of the database system. The
plurality of settings may identify which entities have read and
write access to the records stored in the virtual portion of the
database system. Thus, the plurality of settings associated
with the virtual portion of the database may identify what
entities have read and write access to the shared contact data
stored within the virtual portion of the database system. In
various embodiments, the plurality of settings may be set and
controlled by the database service provider. Accordingly, the
database service provider may control which entities have
read and write access to the records storing the shared contact
data.

Returning to FIG. 1, step 102, in various implementations,
the request to view the shared contact data may be received
from an entity, such as a user of the database service. For
example, the request may be in the form of a query issued to
a virtual portion of a multi-tenant database used to store the
shared contact data. Thus, a user of a database service may
query a database system, or more specifically, the virtual
portion of the database system storing the shared contact data
to view various shared contact data items stored therein. The
request may be received and handled by the database service
provider which operates and maintains the database system.

In FIG. 1, at block 104, an indication of updated contact
data may be received. According to some implementations,
updated contact data may refer to contact data including new
or updated contact information associated with existing
shared contact data. Thus, the updated contact data may
include additional or new contact data items associated with
an existing record already stored in the shared contact data.

The indication of updated contact data may be a message
issued to the database service provider from a user of the
database service. In various implementations, the indication
of updated contact data may indicate that the user has pro-
vided updated contact data to be included into the shared
contactdata. Thus, in various implementations, if a user of the
database system attempts to contribute contact information to
the shared contact data, an indication of updated contact data
may be issued to the database service provider.

In various implementations, the user may provide updated
contact data in response to being presented with existing
shared contact data. For example, a user may be presented
with existing shared contact data associated with a sales rep-
resentative at an organization. The shared contact data may
include the occupational title of the sales representative. The
occupational title may be “sales manager.” The user may have
learned from a previous interaction with the sales represen-
tative that the sales representative has a new occupational title
that is not currently reflected in the shared contact data. The
new occupational title may be “regional sales manager.” The
user may then provide the new occupational title to the data-
base service provider as updated contact data. As discussed in
greater detail below with regard to block 110, the database
service provider may determine whether or not the new occu-
pational title should be included in the shared contact data
associated with the sales representative.

Thus, according to various implementations, the database
service provider may store shared contact data associated
with a contact in a virtual portion of a database, and may
receive updated contact data associated with the contact from
at least one user of the database system. The database service
provider may then assess the credibility of the existing shared
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contact data already stored in the database system and the
credibility of the updated contact data to determine which
contact data is more credible, and should be stored for future
use.

Accordingly, in FIG. 1, at block 106, credibility informa-
tion for the existing shared contact data may be determined.
Credibility information may provide information about how
likely contact data associated with a contact, such as an orga-
nization or an individual, is true or valid. For example, cred-
ibility information may provide an indication of whether or
not a phone number associated with a contact is a valid phone
number or not. Thus, credibility information may be used to
determine whether or not contact information is credible, and
whether or not contact information should be included in the
shared contact data.

In various implementations, the credibility information
may be determined based on characteristics of the contact
data. Such characteristics may include how recently the con-
tact information was obtained, how many users have contrib-
uted the same or similar contact information, and whether the
contact information is the proper type of information for a
particular type of the shared contact data item. For example,
a phone number submitted as a contact’s name would not be
a proper type of information for that particular type of the
shared contact data item, and would not be deemed credible.

In various implementations, the credibility information
associated with the existing shared contact data may be deter-
mined by the database service provider. For example, the
database service provider may use characteristics of the con-
tact information to infer how credible the contact information
is. In one example, a phone number associated with an
employee of an organization may be stored in a data field of a
record storing shared contact data associated with the
employee. The phone number may be stored in a data field
identified as the employee’s direct line. However, the phone
number may actually be a general contact number associated
with the employee’s organization. The database service pro-
vider may infer that the phone number is not the employee’s
direct phone line based on characteristics of the phone num-
ber. For example, if the last three digits of the phone number
are zeros, the phone number is not likely to be a direct phone
line, and instead more likely to be the general contact number
for the employee’s organization. Based on this determination,
the database service provider may determine that the phone
number is not credible.

In some implementations, the credibility information may
be determined based on characteristics of the source of the
contact data. The source of the contact data may refer to the
source of the indication of updated contact data. For example,
the source may be a user of the database service attempting to
contribute updated contact data to the shared contact data.
Characteristics of the source of the contact data may include
the reliability of the contributor, the response rate of the
contributor, the social influence of the contributor, the senior-
ity of the contributor at his or her particular organization, and
previous credibility determinations associated with the con-
tributor.

In various implementations, the credibility information
associated with the existing shared contact data may be stored
within the same record as the existing shared contact data. In
some implementations, the credibility information associated
with the existing shared contact data may be stored in a
separate record than the existing shared contact data. For
example, credibility information, such as how recently a con-
tact data item was contributed, may be stored in a record
separate from the contact data associated with the credibility
information.
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In FIG. 1, at block 108, credibility information for the
updated contact data may be determined. The credibility
information for the updated contact data may provide infor-
mation indicative of the credibility of the updated contact
data. Similar to the credibility information discussed above at
step 106 and with respect to the existing contact data, cred-
ibility information associated with the updated contact data
may be inferred from contact data itself, or from the source of
the contact data. The credibility information associated with
the updated contact data may be stored in the same record or
a different record as the updated contact data.

As discussed above with respect to block 106, the credibil-
ity information for the updated contact data may be deter-
mined based on the data obtained from a user of a database
service provided by the database service provider. The cred-
ibility information may then be stored by the database service
provider.

In FIG. 1, at block 110, it may be determined whether the
updated contact data or the existing shared contact data is
more credible. In various implementations, the database ser-
vice provider may determine which contact data is more
credible based on a comparison between the credibility infor-
mation associated with the existing shared contact data and
the credibility information associated with updated contact
data.

In various implementations, the determination of which
contact data is more credible may be made in accordance with
several criteria. Thus, the criteria may specify a set of rules
used to make the determination. For example, the criteria for
making a credibility determination may specify that recent
contact information is more credible than older contact infor-
mation. In this instance, the database service provider may
compare a value stored in a data field used to store credibility
data associated with the more recent contact data with a value
stored in a data field used to store credibility data associated
with the older contact data. The credibility data may, for
example, identify when contact data associated with the cred-
ibility data was contributed. Upon comparing the different
values, the database service provider may use the established
criteria for making the credibility determination in order to
determine that the more recent contact data is more credible
than the older contact data.

In various implementations, the criteria used to make a
credibility determination may be specified by the database
service provider. Thus, the database service provider may
determine the criteria and rules used as the basis of the cred-
ibility determination. For example, the database service pro-
vider may determine that a credibility determination may be
made based on a position within a hierarchy of an organiza-
tion. For example, the database service provider may specify
that contact information provided by a manager of a company
is more credible than contact information received from an
employee subordinate to the manager because the manager
has a higher position in the organization’s hierarchy. In this
instance, if both the manager and the employee submitted
conflicting contact data, the contact information submitted by
the manager would be determined to be more credible based
on his higher position within the hierarchy of the organiza-
tion. It will be appreciated that various other criteria may be
used for various characteristics associated with the contact
information itself, and the contributor of the contact informa-
tion.

In some implementations, the criterion used to make the
determination may be stored in a database as a record. Thus,
the record may include a plurality of data fields used to store
the criteria that form the basis of the credibility determina-
tion. In various implementations, the record storing the crite-
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ria may be recalled at a later time during a subsequent deter-
mination. Thus, the stored criteria may be applied to multiple
credibility determinations.

In various implementations, the database service provider
may use the above-referenced criteria to determine whether
the updated contact data or the existing shared contact data is
more credible. Thus, the database service provider may com-
pare credibility information associated with the updated con-
tact data with credibility information associated with the
existing shared contact data in accordance with various cri-
teria specified by the database service provider.

If it is determined that the existing shared contact data is
more credible than the updated contact data, in FIG. 1, at
block 112, the existing shared contact data may be retained.
As discussed above with respect to block 106, the existing
shared contact data may be stored as a record in a multi-tenant
database system. If the existing shared contact data is more
credible than the updated contact data, the record storing the
existing shared contact data remains unchanged, and the val-
ues stored within the record remain unchanged. Thus, accord-
ing to various implementations, the existing shared contact
data is retained, while the updated contact data may be dis-
carded.

In various implementations, instead of being discarded, the
updated contact data may be stored in a separate record. The
separate record may be referred to in future credibility deter-
minations if the information stored in the separate record is
relevant. For example, if an address associated with an orga-
nization is submitted to the database service provider as
updated contact data but determined to be less credible than
the address already stored in the existing shared contact data,
the submitted address may be stored in a separate record in the
database service provider’s database. If the discarded address
is submitted again by a different user, the database service
provider may query the database storing the separate records
to determine how many times this address has been submit-
ted. The database service provider may then factor that infor-
mation into the credibility determination. For example, if that
address has been submitted several times, it may be deemed
more credible than if had only been submitted once.

If it is determined that the updated contact data is more
credible than the existing shared contact data, in FIG. 1, at
block 114, the existing shared contact data may be replaced
by the updated contact data. Thus, the appropriate values of
the data fields of the record storing the existing shared contact
data may be overwritten with the values of the updated con-
tact data. Returning to a previous example, an address asso-
ciated with an organization may be submitted to the database
service provider as updated contact data. If the address is
deemed more credible than the address stored in the existing
shared contact data, the existing shared contact data may be
overwritten, thus updating the existing shared contact data
with the new address of the organization.

FIG. 2 shows a flowchart of an example of a contact data
search method 200, performed in accordance with some
implementations. In various implementations, method 200
may be used to receive a request to search or filter shared
contact data, select shared contact data based on search or
filter parameters, and store selected contact data as private
contact data.

In FIG. 2, at block 202, a request to search or filter shared
contact data may be received. A user may issue such a request
to locate additional contact information. In various imple-
mentations, the user may have stored private contact data
within the user’s own virtual portion of the database system.
Private contact data may be contact data that has been pro-
vided by the user and is only accessible by the user. For
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example, a user may log into a virtual portion of the database
service environment that has been provided by the database
service provider as part of a database service that the user
subscribes to. This virtual portion may be a portion of the
database service environment that is fully accessible by the
user, but is not accessible by other entities using the database
service environment. Thus, contact data stored in the user’s
virtual portion of the database is private contact data because
other users of the database service do not have access to it.

The user may determine that additional contact informa-
tion should be obtained. For example, the user may have
stored contact data associated with a group of sales represen-
tatives in a sales division associated with a company. How-
ever, the private contact data may be missing specific contact
data items, such as a fax number associated with one of the
sales representatives. Moreover, there may be other sales
representatives within that sales division for whom the user
has no contact information. Thus, the user may issue a request
to search the shared contact data for additional contact infor-
mation that may provide additional information about con-
tacts that already exist within the user’s own private contact
data, and additional contacts that don’t already exist in the
user’s private contact data.

In some implementations, the user may issue the request
through a user interface. The user interface may be provided
by the database service provider to the user at a computer
system. In various implementations, the computer system
may be a personal computer, a mobile computing device, ora
mobile telecommunications device. Thus, the user interface
may be presented to a user through one of several computing
platforms, such as a mobile platform or a personal computer.

In various implementations, the request may be a message
that includes information, such as search or filter parameters
specified by the user that forms the basis for searching and
filtering the shared contact data. Thus, the specified informa-
tion may be used to query a database storing shared contact
data. In some implementations, the database may be operated
and maintained by the database service provider, and the
request to search or filter the shared business contact data may
be received by the database service provider.

In FIG. 2, at block 204, search or filter parameters for
retrieving shared contact data may be identified. The search or
filter parameters may form the basis for searching or filtering
shared contact data stored and maintained by the database
service provider. Thus, the database service provider may use
the search and filter parameters to identify shared contact data
items and return the results of a search requested by the user.

In various implementations, a search parameter may be a
parameter that identifies contact data items that are relevant to
the user’s request. In various implementations, the search
parameter may be associated with a specific data field of
shared contact data records used to store shared contact data.
The search parameter may identify a value that may be stored
in the associated data field. For example, the search parameter
may identify a value representing a company name, an occu-
pational title, a geographic location, an industry, or a sub-
industry. In one example, the search parameter may be asso-
ciated with an occupational title associated with a contact.
The search parameter may identify a specific occupational
title, such as “regional sales manager.” Records storing shared
contact data may each include a data field storing an occupa-
tional title associated with a contact. Thus, the identified
search parameter, i.e. the occupational title, may correspond
to a data field included in the shared contact data records.
Furthermore, a search performed based on the search param-
eter may search values stored in the corresponding data fields
of the shared data records. For example, the search may be
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performed on data fields associated with an occupational title.
Contact data items returning a value of “regional sales man-
ager” may be identified and returned.

In various implementations, a filter parameter may be a
parameter that identifies how items returned by the search are
sorted or filtered. For example, a filter parameter may be a
company name, a department at which an employee works, or
a level of seniority associated with an employee. In various
implementations, the filter parameter may be provided by the
user after the search has returned a plurality of shared contact
data items based on a search parameter. Thus, according to
some implementations, the user may be presented with the
results of the search at the user interface.

In various embodiments, the database service provider
may identify search and filter parameters based on informa-
tion included in the request issued by the user. As discussed
with respect to FIG. 2, block 202, the user may specify search
and filter parameters when formulating the request. Thus, the
message may be a record that includes several data fields
storing the specified parameters. The database service pro-
vider may identify the search and filter parameters based on
the values stored in the data fields of the message. Therefore,
upon receiving the request, the database service provider may
identify the search and filter parameters based on the param-
eters specified by the user.

In FIG. 2, at block 206, shared contact data may be iden-
tified based on the identified parameters. Thus, the database
service provider may search the shared contact data based on
the identified search and filter parameters and identify shared
contact data items that satisfy the search and filter parameters.
As previously discussed, a record storing shared contact data
may include a plurality of data fields, each of the data fields
storing a shared contact data item representing contact infor-
mation that may be associated with an entity. If arecord stores
a contact data item representing a value identified by the
search parameter, the record may be returned as a search
result.

In FIG. 2, at block 208, the identified shared contact data
may be presented to a user at a user interface. Accordingly, the
user may be presented with the results of the search which
may include additional contact information not presently
stored in the user’s private contact data. Moreover, the pre-
sentation of the identified shared contact data may be filtered
according to the user’s preference, thus presenting the results
in a manner specified by the user.

In various implementations, the identified shared contact
data returned by the search may be filtered dynamically. Thus,
all search results may be presented to the user at the user
interface. The user may then select and apply filters to the
returned search results in response to being presented with the
search results. For example, the user may select and apply a
first filter to the search results, such as a name of a business.
The user may then select and apply a second filter, such as a
department associated with the business. In some implemen-
tations, the second filter may be applied to the original search
results, and the first filter may be removed in response to the
user selecting the second filter. In various implementations,
the search results may be filtered according to both the first
and second filter in response to the user selecting the second
filter.

FIG. 6 illustrates an example of an image 600 of a user
interface displaying identified shared contact data that is fil-
tered by department in accordance with some implementa-
tions of method 200. In one example, image 600 of the user
interface may include data fields 602, 604, and 606.

Data field 602 may include a plurality of data fields asso-
ciated with the shared contact data. The user may enter the
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search parameters into the plurality of data fields. The search
parameters may be used to perform a search that identifies a
plurality of shared contact data items based on the search
parameters. In this instance, a parameter of “www.uc-
shealth.org” has been chosen and entered into a data field
identified as “Company or Website.” Thus, a search may be
performed to identify and return records storing shared con-
tact data that include a value of “www.ucshealth.org” in a
field identified as “company” or “website.”

Data field 604 may include a plurality of data fields allow-
ing the user to select filters to apply to the shared contact data
items returned by the search. In various implementations, the
filters available to the user may be organized into groups. For
example, the filters may be organized or grouped according to
type of information associated with an organization. In this
instance, the filters are organized according to “company
name,” “department,” and “level,” where “level” identifies a
contact’s level within the hierarchy of an organization. In
various implementations, a contact’s level within an organi-
zation may be inferred by the contact’s occupational title and
known relationships between occupational titles.

Data field 606 may include the plurality of shared contact
data items that have been returned by the search based on the
search parameters specified in data field 602, and filtered
according to the filter parameters specified in data field 604.
Data field 606 may include a plurality of data fields displaying
various shared contact data items. In this instance, data field
606 may display a contact’s name, email address, phone
number, company or employer, occupational title, and geo-
graphical location. Data field 606 may also display an indi-
cation of the last time the shared business contact data item
was updated. As shown in data field 606, information associ-
ated with a plurality of contacts may be simultaneously pre-
sented to the user at the user interface.

FIG. 7 illustrates an example of an image 700 of a user
interface that presents the identified shared contact data after
applying one or more filters in accordance with some imple-
mentations of method 200. As shown in data field 702, mul-
tiple filters may be applied simultaneously to the shared con-
tact data items returned by the search. In this instance, the user
has chosento apply a filter of “IT & IS,” “Director-Level,” and
“Manager-level”” Accordingly, the returned items may be
filtered according to a department and level associated with
each shared contact data item. As shown in data field 704,
only contacts having a company of “UCSF Medical Center”
(as identified by the search parameter), having a level (e.g.
occupational title) equivalent to “Director” or “Manager,”
and having a department of “IT” or “IS” are returned by the
search and displayed to the user.

Returning to FIG. 2, at block 210, a selection of contact
data items may be received. The selection of contact data
items may be made by the user through the user interface in
response to being presented with the shared contact data
identified by the search. The selection may identify specific
contact data items that the user has chosen to integrate into the
user’s own private contact data. Thus, the user may determine
which of the identified shared contact data items should be
stored, and which of the identified shared contact data items
should not be stored.

FIG. 8 illustrates an example of an image 800 of a user
interface that allows a user to select shared contact data items
to store as private contact data in accordance with some
implementations of method 200. Data field 802 may display
various information associated with a plurality of shared con-
tact data items that have been returned by a search based on a
search parameter, and that have been filtered according to at
least one filter parameter. In various implementations, data
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field 804 may include a plurality of data fields, each of the
data fields being associated with one of the returned items.
Each of the data fields may receive an input that indicates that
the returned shared contact data item associated with the data
field has been selected to be stored as private contact data. In
this instance, the plurality of data fields is comprised of sev-
eral checkboxes. Thus, according to various embodiments,
the user may check a checkbox next to each returned item that
the user determines should be included in the private contact
data. Data field 806 may receive an input from the user indi-
cating that the selected shared contact data items should be
stored as private contact data. In this instance, data field 806
may provide a drop down box that identifies a location where
the items should be stored. In various implementations, the
location may be the user’s own virtual portion of the database
system.

Returning to FIG. 2, at block 212, the selected contact data
items may be stored. In various implementations, the selected
contact data items may be stored locally in the user’s own
computer system. Thus, a user may select specific contact
data items that the user has determined should be included in
the user’s private contact data, and then store the selected
contact data items locally. As previously discussed, the local
computer system may be a personal computer or a mobile
device. When stored locally, the user may access the contact
data without a connection, such as a network connection, to
the database service provider.

Moreover, according to various implementations, the
user’s private contact data may be stored in a virtual portion of
amulti-tenant database. Accordingly, while the user interface
may be presented to the user at a local computer system, the
user’s private contact data may be stored remotely in a multi-
tenant database system that is part of a cloud-based on-de-
mand database service environment. In this example, the
selected contact data items may be stored in the virtual por-
tion of the database system associated with the user. In vari-
ous implementations, the contact data may be stored both
locally and remotely.

In some implementations, the user may determine what
type of record is used to store the shared contact data. As
previously discussed with respect to FIG. 1, block 102, a
record may be one of several types of record. For example, a
record may represent a contact, lead, or account. Thus,
according to various implementations, the user may deter-
mine whether the selected contact data is stored as a contact,
a lead, or as an account.

FIG. 9 illustrates an example of an image 900 of a user
interface that may be used to determine how selected shared
contact data items are stored as private contact data in accor-
dance with some implementations of method 200. A user may
be provided with the user interface illustrated by image 900 in
response to the user selecting shared contact data items to
store. Data field 902 may provide the user with a list of
options that may allow the user to determine how the selected
shared contact data items are stored. For example, the user
may provide an input to data field 902 that identifies what type
of record a selected contact data item belongs to. In this
instance, data field 902 has presented the user with the option
of'storing the selected contact data items as “Leads” or “Con-
tacts”” In this instance, the user has chosen “Contacts.”
Accordingly, the selected shared contact items may be stored
in the private contact data as “Contacts.” In various imple-
mentations, if a selected shared contact data item already
exists in the private contact data, the selected item is not
stored.

Returning to FIG. 2, at block 214, the shared contact data
search parameters may be stored. Thus, in various implemen-
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tations, in addition to storing the selected shared contact data
items, the database service provider may also store the param-
eters used to identify the selected shared contact data items.
As similarly discussed with reference to FIG. 2, block 212,
the search parameters may be stored locally or remotely. In
various implementations, the stored search parameters may
be retrieved and used for future searches performed by the
user.

In various implementations, the stored search parameters
may provide a search history accessible by the user. For
example, upon initiating a search, the user may access the
user’s search history and recall a previous search performed
with parameters previously entered by the user. Thus, accord-
ing to various implementations, the user may recall the results
of a previously performed search based on the stored param-
eters.

FIG. 10 illustrates an example of an image 1000 of a user
interface that may be used to store search parameters in accor-
dance with some implementations of method 200. As illus-
trated by data field 1002, the results of a search based on
search and filter parameters may be displayed at a user inter-
face. In various implementations, data field 1004 may be used
to save the search and filter parameters, as well as the results
of the search. In this instance, data field 1004 provides the
user with the option to save the search for future use. Thus,
according to various implementations, a user may provide an
input to data field 1004, such as selecting “Save Search As,”
and save the search and filter parameters as well as the search
results. The saved search results and parameters may be
recalled at a future time. Moreover, in some implementations,
a user may specify where a data object including the saved
search should be stored. For example, the user may specify
that the search results should be stored in a virtual portion of
a database system associated with the user, or stored at a local
computer system associated with the user.

FIG. 3 shows a flowchart of an example of a contact data
reconciliation method 300, performed in accordance with
some implementations. In various implementations, the
method 300 may be used to receive a request to reconcile
private contact data with shared contact data, compare the
private contact data to the shared contact data to identify
differences, and reconcile the differences between the private
contact data and the shared contact data. Thus, data reconcili-
ation method 300 may be used to integrate contact data aggre-
gated from several sources with a user’s private contact data
in order to enrich the user’s private contact data.

In FIG. 3, at block 302, a request to reconcile private
contact data with shared contact data may be received. In
various implementations, reconciling the private contact data
with the shared contact data may comprise a process in which
differences between the two sets of data are resolved to create
a unified data set. In some implementations, the request to
reconcile private contact data may be issued by a user of a
database service provided by a database service provider. The
user may issue the request to reconcile the user’s private
contact data in order to import additional contact information
into the user’s private contact data from shared contact data,
or to evaluate and reconcile differences between the private
contact data and the shared contact data.

FIG. 11 illustrates an example of an image 1100 of a user
interface that may be used to issue a request to reconcile
private contact data with shared contact data in accordance
with some implementations of method 300. In some imple-
mentations, image 1100 may present a user with private con-
tact data. Thus, image 1100 may display information associ-
ated with a specific entity or contact. For example, data field
1102 may display information regarding the identity of the
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entity or contact with which the displayed private contact data
is associated. In this instance, data field 1104 displays various
private contact data items, such as a title, department, birth-
date, mailing address, and phone number. Data field 1102
indicates that the information is associated with a contact
named “Tim Barr.”

Data field 1106 may present the user the option of recon-
cilingthe user’s private contact data, as identified by data field
1102, with shared contact data that has been aggregated from
several other users. In this instance, data field 1106 provides
the user with a button. If the user selects the button, a request
to reconcile the private contact data with the shared contact
data may be issued to the database service provider.

Data field 1110 may provide information about previously
issued requests to reconcile data. Thus, in some implementa-
tions, data field 1110 may provide historical information
about previous data reconciliations. In various implementa-
tions, data field 1110 may also indicate whether or not a
request to reconcile data should be issued. For example, data
field 1110 may include data field 1112, which may provide
the user with an indication of the status of the private contact
data. The status may refer to whether or not any discrepancies
between the user’s private contact data and the shared contact
data exist. In this instance, data field 1112 indicates a status of
“Clean.” Accordingly, the status identified by data field 1112
indicates that the private contact data is consistent with the
shared contact data because no differences exist. Thus, the
information stored in the private contact data is as current as
possible. In various implementations, data field 1112 may
also indicate that the status of the private contact data is not
“Clean.” Accordingly, data field 1112 may indicate that more
recent, or different, information is available from the shared
contact data, and the contact data should be reconciled. Data
field 1110 may also include data field 1114, which may pro-
vide additional historical information about the reconcilia-
tion process. For example, data field 1114 may indicate when
the last request to reconcile data was issued, and when the
status of the private contact data was last checked.

Returning to FIG. 3, at block 304, a source of private
contact data may be identified. In various implementations,
the source of the private contact data is the location at which
the private contact data is stored. As previously discussed
with reference to FIG. 2, block 212, the private contact data
may be stored locally or remotely. For example, the private
contact data may be stored at a computer system or mobile
device used by the user. Moreover, the private contact data
may be stored remotely in a multi-tenant database system
operated and maintained by a database service provider.

InFIG. 3, at block 306, a source of shared contact data may
be identified. In various implementations, the source of the
shared contact data is the location at which the shared contact
data is stored. As previously discussed with reference to FIG.
1, block 114, the shared contact data may be stored in a virtual
portion of a multi-tenant database system operated and main-
tained by the database service provider. Thus, according to
various implementations, the database service provider may
identify the source of the shared contact data by determining
the location at which the shared contact data is stored.

In some embodiments, the source of the shared contact data
may further refer to a particular record or data object that
stores shared contact data items relevant to the private contact
data that is the basis of the reconciliation. For example, the
source of the shared contact data may refer to a record that
stores shared contact data items for a particular contact. In
some implementations, the source of the shared contact data
may be a plurality of records or data objects.
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FIG. 12 illustrates an example of an image 1200 of a user
interface that may be used to identify a source of shared
contact data in accordance with some implementations of
method 300. Data field 1202 may display information about
identified private contact data that may form the basis of the
reconciliation process. In this instance, data field 1202 dis-
plays the name, title, company, email address, and phone
number of the contact associated with the identified private
contact data. Data field 1204 may display different sources of
shared contact data that are available and that may be recon-
ciled with the private contact data. In this instance, the sources
are different records storing shared contact data. The user
may determine which source of the shared contact data is
relevant to reconciling the identified private contact data
based on the information displayed in data field 1202. In this
instance, each of the records is associated with a contact
named “Tim Barr.” However, each of the records has varying
contact information. The user may identify which record is
most relevant, and choose to reconcile the user’s private con-
tact data with the identified record.

Data field 1206 may receive an input that identifies which
source of shared contact data should be used to reconcile the
private contact data with the shared contact data. In this
instance, the data field provides a button capable of receiving
a selection of from the user. Thus, in various implementa-
tions, the user may select a source of shared contact data that
should be reconciled with the private contact data by selecting
the appropriate button corresponding to that data source.

Returning to FIG. 3, at block 308, the private contact data
may be compared to the shared contact data. Differences
between the private contact data and the shared contact data
may be determined based on this comparison. For example,
private contact data items associated with a contact, such as a
sales representative employed by a company, may be stored in
a first record as private contact data. The first record may
include a plurality of data fields storing the various contact
data items associated with the sales representative. For
example, the first record may store the sales representative’s
business address and email address. However, the record
might not include the sales representative’s business phone
number. A second record associated with the sales represen-
tative may be stored in the shared contact data. The second
record may include the sales representative’s business phone
number. Thus, according to various implementations, when
the first record stored as private contact data is compared to
the second record stored as shared contact data, a difference
between the first and second may be identified. The difference
may indicate that the shared contact data includes the sales
representative’s business phone number, while the private
contact data does not.

Invarious implementations, a report based on the compari-
son of the private contact data with the shared contact data
may be provided. The report may provide metadata regarding
the comparison. Thus, the report may provide an overall
indication ofhow a user’s private contact data compares to the
shared contact data. For example, the report may indicate how
many duplicate contact data items are present (i.e. present in
both the private contact data and shared contact data). The
report may also indicate how many records associated with
contacts are missing information and do not have a contact
data item for a particular field. The report may further indicate
how much of the user’s contact data is incorrect. This may be
based on an overall determination of how many shared con-
tact data items conflict with or have different values than the
private contact data items. As similarly discussed with refer-
enceto FIG. 1, blocks 106 through 110, the credibility of both
the shared contact data items and the private contact data
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items may be used to determine how many of the conflicting
private contact data items are less credible than the shared
contact data items, and thus incorrect.

FIG. 13 illustrates an example of an image 1300 of a user
interface that may provide a report about the contact data
reconciliation in accordance with some implementations of
method 300. The report displayed in image 1300 may be
provided to a user after the reconciliation process has been
completed. Data field 1302 may display information summa-
rizing the results of the reconciliation process. In various
implementations, data field 1302 displays the number of con-
tacts for which shared contact information was imported and
stored as private contact data. In this instance, data field 1302
indicates that contact data was imported for 12,000 contacts.

Data field 1304 may provide additional information about
the contact data that was imported. In various implementa-
tions, data field 1304 may identify how many shared contact
data records were already present in the private contact data.
In this instance, data field 1304 may identify these occur-
rences as “Duplicates.” Data field 1304 may represent the
number of duplicate entries as a percentage, or a raw number.
In this instance, 4,400 duplicate contacts were found.

Data field 1306 may provide information about deficien-
cies of the private contact data after the reconciliation pro-
cess. In this instance, data field 1306 identifies such deficien-
cies as “Missing Information.” Data field 1306 may represent
the missing information as a percentage of missing contact
data. The percentage may be based on a relationship between
the total number of records capable of storing private contact
data items and the number of those records that include empty
data fields. In addition to providing a percentage, data field
1306 may provide a raw number of contacts that have missing
information. In this instance, 2500 contacts have missing
contact information.

Data field 1308 may provide information about the difter-
ences between the private contact data and the shared contact
data. In this instance, data field 1308 identifies the differences
as “Incorrect Information.” Data field 1308 may represent the
differences as a percentage based on a relationship between
the total number of data fields storing private contact data and
the number of private contact data items that conflict with the
shared contact data and have been deemed less credible than
the shared contact data. Furthermore, data field 1308 may
provide a raw number of conflicting contact data items that
were found. In this instance, 8,160 contacts had contact data
that conflicted with the shared contact data and was less
credible than the shared contact data.

In various implementations, the indication of differences
between the private contact data and the shared contact data
may be presented as a side by side comparison displayed at
the user interface. FIG. 14 illustrates an example of an image
1400 of a user interface that presents differences between the
private contact data and the shared contact data in accordance
with some implementations of method 300. As discussed
above with reference to FIG. 11, at data field 1102, data field
1402 may display information regarding the identity of the
entity or contact with which the displayed private contact data
is associated. Data field 1404 may display various private
contact data items, such as a title, mailing address, email
address, fax number, and phone number.

Data field 1404 may include data field 1406. Data field
1406 may display information identifying the status of the
private contact data. The status may refer to whether or not the
private contact data is consistent with or the same as the
shared contact data. Thus, according to various implementa-
tions, data field 1406 may provide an overall indication of
whether or not the private contact data associated with a
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contact, in this instance “David Adelson,” is the same as the
identified shared contact data associated with this contact. In
this instance, because differences exist between the data sets,
data field 1406 indicates a status of “different.” Moreover,
data field 1406 may further present the user the option of
reconciling all data associated with the contact.

Data field 1404 may also include data field 1410. Data field
1410 may provide an indication of whether or not a specific
private shared contact data item associated with a contact is
consistent with or the same as the corresponding shared con-
tact data item stored in a shared contact data record associated
with the contact. Thus, in various implementations, data field
1410 may display status information associated with a single
private data contact item. In this instance, there is a difference
between a phone number stored in the private contact data
associated with “David Adelson” and the shared contact data
associated “David Adelson.” In response to being presented
with the indication of this difference, the user may select to
reconcile the difference by replacing the private contact data
with the shared contact data.

In some implementations, the user may choose to view the
shared contact data before choosing to reconcile the differ-
ences. Accordingly, in various implementations, data field
1412 may be presented to the user in response to receiving the
selection to reconcile the difference. Data field 1412 may
display the shared contact data item that is different from the
private data contact item. In this instance, the shared contact
data includes a phone number that is different from a phone
number stored in the private contact data. The user may com-
pare the two contact data items and determine how to recon-
cile the difference between the two.

Returning to FIG. 3, at block 310, the differences between
the private contact data and the shared contact data may be
reconciled. Reconciliation may be performed by the user.
Thus, according to various implementations, the user may be
presented with an indication of differences between the pri-
vate contact data and the shared contact data, and in various
implementations, the user may reconcile differences between
the two sets of data by selecting which data should be
retained. Returning to FIG. 14, the user may reconcile the
differences by providing an input to data field 1414. The input
received by data field 1414 may identify whether the private
contact data or the shared contact data should be stored. In this
instance, data field 1414 provides the user with a “thumbs up”
and a “thumbs down.” If the user selects the “thumbs up,” the
user has indicated that the phone number stored in the shared
contact data item is good, and should be stored instead of the
private contact data already stored in the user’s private con-
tact data. If the user selects the “thumbs down,” the user has
indicated that the phone number stored in the shared contact
data item is bad, and should not be stored instead of the user’s
private contact data.

In some implementations, settings may be used to deter-
mine how and when reconciliation of differences between
shared contact data and private contact data occurs automati-
cally. For example, if a particular difference, such as missing
private contact data, is identified, a specific action may be
taken to reconcile the difference. In various implementations,
the action may be taken automatically by the database service
provider. In one example, a user’s private contact data may be
missing a contact data item that identifies an occupational
title associated with a sales representative that the user is
currently negotiating with. However, shared contact data
associated with the sales representative may include a contact
data item that identifies the occupational title of the user. The
occupational title of the sales representative may be of value
to the user because it provides additional information about
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the sales representative’s position in the hierarchy of the sales
representative’s organization. A setting may indicate that this
difference should be reconciled by automatically importing
the shared contact data item into the private contact data. In
various implementations, the user may determine the setting.

FIG. 15 illustrates an example of an image 1500 of a user
interface that may be used to select and store settings associ-
ated with the reconciliation of the shared contact data with the
private contact data in accordance with some implementa-
tions of method 300. In various implementations, the settings
may be particular to a type of record. For example, a first set
of settings may be stored and applied to Contacts, while a
second set of settings is stored and applied to Groups. Data
field 1502 may display information identifying which type of
record the settings are applicable to. In this instance, data field
1502 indicates that the settings displayed in image 1500 are
applied to “Leads.” Data field 1504 may include several data
fields that may be associated with data fields particular to a
type of record used to store contact data items. For example,
data field 1504 may include a field associated with the name
of a contact.

Data field 1506 may include several settings associated
with the data field identified by data field 1504. The settings
may identify actions to be taken in specific circumstances.
Thus, the settings may identify when private contact data
should be updated with, or overwritten by, shared contact
data. In this instance, the actions identified in data field 1506
are “Update values,” “Update only empty values,” and “Don’t
update values.” Accordingly, the values stored in the private
contact data may always be updated automatically upon ini-
tiation of the reconciliation process, only ifthe corresponding
data item stored in the private contact data is empty, or not
automatically updated at all. Data field 1506 may receive an
input from the user that selects a setting for a data field
identified by field 1504.

Data field 1508 may provide a data field capable of receiv-
ing a selection to share the private contact data with the shared
contact data. Thus, in addition to determining to retain the
user’s private contact data instead of replacing it, the user may
further decide to share the private contact data with the shared
contact data stored by the database service provider. In this
instance, data field 1508 provides a plurality of checkboxes.
Each checkbox may be associated with a data field identified
by data field 1504. If a checkbox is selected, the private
contact data item stored within the data fields may be com-
municated to the shared contact data, and incorporated into
the shared contact data if deemed credible, as previously
discussed with reference to process 100.

Returning to FIG. 3, at block 312, the updated private
contact data may be stored. As previously discussed with
reference to FIG. 3, block 304, the private contact data may be
stored locally or remotely. Thus, according to various imple-
mentations, the updated private contact data that has been
reconciled with the shared contact data may also be stored
locally or remotely.

InFIG. 3, at block 314, updated shared contact data may be
stored. Thus, according to various implementations, the
user’s selection may be used to determine whether or not the
shared contact data should be updated. If the user determines
that the user’s own data should be stored in the private contact
data and that the shared contact data value should be dis-
carded, the database service provider may perform a credibil-
ity determination as discussed with respect to FIG. 1, blocks
106 through 114, to determine if the user’s private contact
data is more credible than the shared contact data. If it is
determined that the user’s private contact data is more cred-
ible, the shared contact data may be updated with the private
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contact data, and the updated shared contact data may be
stored by the database service provider in a database system
associated with the database service.

FIG. 4 shows a flowchart of an example of a location-based
contact search method 400, performed in accordance with
some implementations. Location-based contact search
method 400 may be used to search for and identify contacts
based on a user’s location as well as various other parameters.
Thus, contact data may be searched in order to identify con-
tacts that are relevant to the user’s search and within the user’s
geographical proximity. The contacts may be displayed to the
user at a user interface of a computer system or mobile device.
Thus, the user may be presented with a geographical repre-
sentation, such as a graphical presentation of a map displayed
as a component of the user interface, that identifies several
contacts within the user’s proximity. The geographical rep-
resentation may further display contact information associ-
ated with each identified contact. Thus, according to various
implementations, if a user arrives in a new or unfamiliar
location, location-based contact search method 400 may be
performed to search for and identify contacts within the
user’s geographical vicinity and provide the user with contact
information associated with each of the identified contacts.

InFIG. 4, atblock 402, a request to search contact data may
be received. As previously discussed with reference to shared
contact data maintenance method 100, the contact data may
provide contact information associated with at least one
entity. In various implementations, a request to search contact
data may be issued by a user of a database service. The user
may issue the request when the user wishes to find contacts
within the user’s vicinity. For example, a user may be a
salesperson. The salesperson may be responsible for contact-
ing sales opportunities in a particular geographical area. The
salesperson may be aware of one or two contacts within the
area, but may want to identify more contacts in order to secure
more sales opportunities. In various implementations, the
salesperson may be a user of a database service provided by a
database service provider. In some implementations, the user
may issue a request to the database service provider to per-
form a location-based search of contact data in order to iden-
tify more contacts within the salesperson’s geographical area.
In various implementations, the request may be issued via a
user interface displayed on a computer system or mobile
device.

In FIG. 4, at block 404, search parameters associated with
the contact data may be retrieved. For example, the search
parameters can be generated in response to the request of
block 402 or previously defined and stored on an accessible
storage medium. In various implementations, the search
parameters may guide the search and define the results
returned by the search. Thus, the user may identify search
parameters, such as an occupational title or a company name,
that should be used to search for and identify additional
contacts. Furthermore, according to various implementa-
tions, the search parameters may include a geographical loca-
tion associated with a source of the request. In various imple-
mentations, the source of the request is the user of block 402.
In some implementations, the source of the request may be a
computer application provided by a database service pro-
vider. In various implementations, the computer application
may be run by the user, and may issue the request in response
to an input provided by the user. The input may be, for
example, a request to find additional contacts in the user’s
immediate vicinity. In some implementations, the computer
application may issue the request as part of an automated
process. Thus, the request may be issued independent of an
input provided by the user. According to some implementa-
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tions, the search parameters may include the user’s geo-
graphical location. Furthermore, the search parameters may
also include the geographical location of the contacts that are
searched. Based on this information, the database service
provider may determine a distance between the user and an
identified contact and use the distance to determine whether
or not the contact should be returned as a result of the search.

In FIG. 4, at block 406, a first contact may be identified
based on the retrieved search parameters. In some implemen-
tations, the first contact is identified based, at least in part, on
a geographical distance between the first contact and the
source of the request. Thus, according to various implemen-
tations, the contact data may be searched based on the previ-
ously determined parameters. In some implementations, the
contact data may be shared contact data that is crowd sourced
contact data. The shared contact data may be contributed to by
multiple entities, such as other users of the database service,
thus providing the user access to contact information the user
was not previously aware of. The shared contact data may be
searched based on the search parameters in order to identity
contacts with associated contact data records that satisfy the
determined search parameters. For example, if a company
name, such as “Acme Inc.” was retrieved as a search param-
eter, contact records storing the keyword “Acme” may be
returned as results of the search. Furthermore, a designated
geographical distance may also be used to identify contacts
and associated contact data records. If a contact is within a
designated distance, it may be identified as a result of the
search. For example, a user may specify that only contacts
within 10 miles of the user should be identified. In this
instance, the search may return only contacts that are located
within 10 miles of the user’s present location.

InFIG. 4, at block 408, a geographical representation of the
first plurality of contacts may be generated. In various imple-
mentations, the geographical representation indicates a geo-
graphical location of the first contact. In various implemen-
tations, the geographical representation is capable of being
displayed at a user interface of a computer system. Thus, the
user may be presented with a graphical presentation such as a
map of the identified contact and its location with respect to
the user’s location. Thus, in some implementations, if the
more than one contact is identified, the user may be presented
with an indication of which contacts are closer and more
accessible. Furthermore, if the user moves to a new location,
the search results may be updated automatically, and the user
may be notified by an automated message of any new contacts
that have been identified and are near the new location.

FIG. 5 shows a flowchart of another example of a location-
based contact search method 500, performed in accordance
with some implementations. In various implementations,
location-based contact search method 500 may be used to
determine search parameters for conducting a contact search,
determine location parameters for conducting the contact
search, identifying contacts based on the parameters, and
storing a selection of identified contacts as well as the search
parameters and location parameters that were used to conduct
the search.

In FIG. 5, at block 502, a request to perform a location-
based search of contact data may be received. As previously
discussed with respect to FIG. 4, block 402, in various imple-
mentations, a user may issue a request in order to identify
contacts that are located near the user’s present location. In
various implementations, the user may issue the request to
perform a location-based search via a computer application
provided by a database service provider. Thus, according to
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various implementations, the request may be received by the
database service provider via a message sent by the computer
application.

In various implementations, the request may be issued by
an automated process. In various implementations, the auto-
mated process may be a process or component of a computer
application that is part of an on-demand database service
provided by a database service provider. In some implemen-
tations, the computer application may be run remotely by a
computer system operated by the database service provider.
In various implementations, the computer application may be
run locally on a computer system or mobile device operated
by the user. According to various implementations, the auto-
mated process may be an automated search function. Thus,
the automated search function may issue the request upon
starting the application, or issue the request as part of the
routine operation of the program, such as updating results
provided by a previous search, as discussed in greater detail
below with reference to FIG. 5, block 512.

FIG. 16 illustrates an example of an image 1600 of a user
interface that may be used to request a location-based search
of contact data, in accordance with some implementations. In
various implementations, image 1600 may include data fields
1602, 1604, 1606, and 1608. In some implementations, data
field 1602 is a graphical “Search” button capable of being
selected by a user, for instance, by touching when the user
interface is displayed on a display device having a touch-
screen. The input may indicate that a location-based search
for contacts should be conducted.

Returning to FIG. 5, at block 504, search parameters for
conducting a contact search may be retrieved. As similarly
discussed with reference to FIG. 4, block 402, the search
parameters may be generated in response to the request of
block 502 or previously defined and stored on an accessible
storage medium. Thus, according to various implementa-
tions, the search parameters may be determined prior to con-
ducting the search in order to guide the search and define the
results provided by the search. In various implementations, as
discussed with reference to FIG. 2, block 204, a search
parameter may be a parameter that identifies contact data
items that are relevant to the user’s request. In this way, one or
more search parameters may define the results of the search.
In various implementations, the search parameter may be
associated with a specific data field of one or more contact
data records used to store contact data. For example, a contact
record may be configured to store a particular type of contact
data item in a data field. In one example, the data field may be
configured to store a company name. If the search parameter
identifies a value that is a company name, the search param-
eter may indicate that the contact data record’s data field that
is configured to store a company name should be queried for
the particular type of contact data item (i.e. the company
name). A comparison of the value and a contact data item
stored in the associated data field of the contact data record
may determine whether or not the contact data record should
beincluded in the results of the location-based contact search.

In various implementations, search parameters may iden-
tify biographical information associated with contacts. For
example, the biographical information may be a name, a
phone number, an email address or portion thereof, an
address, and the name of a company that employs the contact.
In one example, the search parameter may identify a value
representing a company name, such as “Acme, Inc” If a
contact record includes a data field at least partially identify-
ing the contact’s company and storing a matching value of
“Acme”, the contact record may be included in the results of
the search.
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In some implementations, search parameters may identify
a role associated with a contact. A role may be a role associ-
ated with a contact that describes the contact’s interactions
with other contacts that may be included in the organization.
In various implementations, actions taken by a contact and
interactions with other contacts may be stored as data objects
in a record as the contact’s activity history. For example, an
action in which a contact changes the status of a case from
“open” to “closed’ may be tracked by a database service
provider. In response to the change occurring, the database
service provider may create a data object storing one or more
data values identifying the contact and the action. The data
object may be stored within the record, or as a child object, as
part of the contact’s activity history. According to some
implementations, data objects included in the contact’s activ-
ity history may be retrieved from shared contact data as well
as other crowd sourced data. Thus, actions and interactions
involving the contact may be identified based on data contrib-
uted to by several entities, such as other users of the database
service.

In various implementations, the database service provider
may use the contact’s activity history to determine the con-
tact’s role. The database service provider may implement a
machine algorithm, such as Radian 6™ provided by Sales-
force.com™, that determines one or more patterns within the
contact’s activity history, and identifies a designated role
based on the determined one or more patterns. For example, if
a contact’s activity history includes several actions in which
the user made final decisions regarding several sales projects
or opportunities associated with an organization, that contact
may have an associated role of “decision maker.” Thus, in one
example, a user may select a search parameter that identifies
a value of “decision maker.” If a contact record includes a data
field identifying the contact’s role and storing a matching
value of “decision maker” the contact record may be included
in the results of the search.

Returning to FIG. 16, data field 1604 may display various
parameters which may be used to filter the contacts returned
by the search. For example, the contacts that may be returned
by the search may be filtered according to company name,
department, level within an organization, occupational title,
role, and connection strength. In various implementations,
data field 1604 may be capable of receiving an input for a user
that indicates that a particular filter should or should not be
applied. Thus, a user may provide an input to data field 1604
in order to select and apply various search parameters and
filters to the contacts returned by the search.

Returning to FIG. 5, at block 506, location parameters for
the contact search may be retrieved. As similarly discussed
with reference to FIG. 5, block 504, the location parameters
may be generated in response to the request of block 502 or
previously defined and stored on an accessible storage
medium. In various implementations, location parameters
may refer geographical locations and distances between geo-
graphical locations. In various implementations, a location
parameter may refer to the geographical location of the user
that requested the search. For example, if the user is at a
particular street address, the street address may be identified
as a location parameter. Moreover, location parameters may
also refer to the geographical location of a contact. As previ-
ously discussed with reference to shared contact data main-
tenance method 100, a contact may have an associated contact
data record that stores contact data associated with the con-
tact. The contact data record may include a contact data item
that stores a business address associated with the contact. In
this instance, the address stored in the contact data item may
be identified as a geographical parameter. For example, a
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sales representative may be employed by a particular com-
pany. The sales representative may use the street address of
the company as his business address. Thus, the street address
of'the company may be identified as the geographical location
of' the sales representative and may be identified as a location
parameter.

In various implementations, location parameters may
include a geographical distance between a contact and the
user. For example, if a user of a database service is located at
a first street address and a contact is located at a second street
address, a location parameter may be the distance between the
first street address and the second street address. In various
implementations, the distance may be a physical distance
described by a standard unit of distance, such as a mile or a
kilometer. In some implementations, a distance may be given
by a unit of time, such as a minute or an hour. In this instance,
the database service provider may use the physical distance
that separates the user and the contact in conjunction with
established speed limits on roads and any available traffic
information to determine the amount of time it may take the
user to reach the contact by car, public transportation, or by
foot. It will be appreciated that any other measure of distance
may be used in accordance with embodiments of the present
disclosure.

In various implementations, the location parameters, such
as geographical positions and geographical distances, may be
determined by a global positioning system (GPS) or a data-
base including a table that stores distance data identifying
distances between geographical points. For example, a first
computer application used to perform location-based busi-
ness contact search method 500 may be run on a mobile
device, such as a mobile phone. In this example, the computer
application may have access to GPS data already present on
the mobile phone as a result of ordinary operations associated
with the mobile phone, such as verifying a user’s location to
ensure that a mobile phone service should be delivered to the
mobile phone. Moreover, the first computer application may
have access to a second computer application installed on the
mobile phone that is used to retrieve the GPS data. Thus, the
first computer application may be able to retrieve GPS data
via access provided by the second computer application. In
various implementations, the first computer application may
be granted access to the GPS data independent of the second
computer application. Thus, the first computer application
may retrieve the relevant GPS data, determine the user’s
location and the contact’s location, and determine the dis-
tance between the user and the contact.

FIG. 5, at block 508, contacts may be identified based on
the location parameters and search parameters. As discussed
with reference to FIG. 2, blocks 204 and 206, contact data
records may be searched based on a set of parameters. In
various implementations, the database service provider may
search the contact data records and identify contact data
records that satisfy the location parameters and search param-
eters. A search parameter may be satisfied when a contact data
record includes a contact data item storing a value that
matches a value identified by a search parameter. The location
parameter may be satisfied when the distance between the
contact associated with the contact record and the user is less
than a designated distance. In various implementations, the
user may have identified a maximum distance that the user is
willing to travel. Thus, the user may indicate that only con-
tacts within a certain travel radius should be identified. In this
instance, the maximum distance and/or travel radius may be
the designated distance. The database service provider may
use the user’s location and the contact’s location to determine
the distance between them. If the distance is less than the
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designated distance, the location parameter may be satisfied.
If contact record satisfies the search parameters and location
parameters, it may be identified and returned as a result of the
search.

In various implementations, the contact data is shared con-
tact data. Thus, in various implementations, the database
service provider may search crowd sourced contact data that
is contributed by multiple entities, such as other users of the
database service. As previously discussed with reference to
shared contact data maintenance method 100, because the
data is crowd sourced and contributed to by multiple entities,
a larger amount of data is available to the user. The larger
amount of data allows the user to access contact information
that the user was previously not aware of. Thus, location-
based contact search method 500 may identify additional
contacts and sales opportunities of which the user was previ-
ously not aware. Furthermore, in various implementations,
the user’s private contact data may be searched as well. Thus,
location-based contact search method 500 may also search
the user’s private contact data and identify contacts within the
user’s private contact data that satisfy the location parameters
and search parameters.

Returning to FIG. 16, data field 1606 may display location
parameters to the user at a user interface. Thus, in various
implementations, data field 1606 may display the geographi-
cal location of the user, the geographical locations of identi-
fied contacts, and the distance between an identified contact
and the user. The presentation of this information in the same
user interface may allow the user to determine which contacts
should be contacted first and how those contacts should be
reached. In this example, the location parameters are dis-
played in a map. The map displays the user’s geographical
location. In this instance, the user is located in New York.
Thus, an icon, such as a circle, representing the user’s loca-
tion is displayed at New York. Furthermore, the map displays
the geographical locations of contacts identified by the
search. In this instance, icons, such as pins, representing the
contacts’ geographical locations are displayed on the map. In
this instance, the geographical distances between the identi-
fied contacts and the user are displayed by their respective
locations on the map. By displaying the positions of the user
and the identified contacts on the map and displaying the
appropriate means of transportation between them, such as
freeways, the user may be presented with an indication of
distances between the user and the identified contacts.

Returning to FIG. 5, at block 510, a selection from among
the identified contacts may be received. The selection of
contact data items may be made by the user through a user
interface in response to being presented with the contacts
identified by the search. In various implementations, the
selection may identify specific contacts that the user has
chosen as the most relevant to the user’s search. For example,
location based search method 500 may return relevant con-
tacts within a 100 mile radius of the user. However, the user
may only have a few hours available. Thus, the user may
select the identified contacts that are closest to the user. As
discussed in greater detail below with reference to FIG. 5,
block 512, the user may also select identified contacts based
on a determination of which contacts the user intends to store
within the user’s own private contact data.

FIG. 17 illustrates an example of an image 1700 of a user
interface that may be used to receive a selection from among
the identified contacts, in accordance with some implemen-
tations. In various implementations, image 1700 may include
data fields 1702, 1704, and 1706. In some implementations,
data field 1702 may be an icon, such as a pin, that identifies a
particular contact located at a particular geographical loca-
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tion. The utilization of an icon allows a contact data record
associated with an identified contact to be represented in the
user interface without having to display all contact informa-
tion stored within the contact data record. Instead, the icon
functions as a visual representation of the contact data record
that allows multiple contact data records to be displayed
simultaneously in the same user interface. In various imple-
mentations, data field 1702 may be capable of receiving an
input that indicates that the user has requested to view addi-
tional contact information associated with the contact identi-
fied by data field 1702. In response to data field 1702 receiv-
ing the input from the user, data field 1704 may be presented.

In various implementations, data field 1704 may display
additional contact information that was not previously dis-
played by the icon. For example, data field 1704 may expand
to display the contact’s name, company, and occupational
title. Thus, the user may be presented with additional contact
information that the user may use to determine whether or not
the contact should be communicated with, and whether or not
the contact should be stored for future reference. In various
implementations, data field 1704 may include data field 1706.
Data field 1706 may be capable of receiving an input that
indicates that the user has selected the contact identified by
data field 1702. If the contact is selected, data field 1706 may
display a status indicator that indicates that the contact has
been selected. In this instance, a “check mark™ may be dis-
played for contacts that have been selected. If the contact has
been selected, the user has indicated that the contact should be
stored.

Returning to FIG. 5, at block 512, the selected contacts
may be stored. As similarly discussed with reference to FIG.
2, block 212, contact data associated with the selected con-
tacts may be stored locally in the user’s computer system.
Thus, according to various embodiments, the user may
choose to store the contacts in the user’s mobile device. When
stored locally, the user may access the contacts and associated
contact data without a connection, such as a network connec-
tion, to the database service provider. Furthermore, according
to various implementations, the selected contacts and associ-
ated contact data may be stored in a virtual portion of a
multi-tenant database. Accordingly, while the user interface
may be presented to the user at a local computer system, the
contact data may be stored remotely in a multi-tenant data-
base system that is part of a cloud-based on-demand database
service environment. In various implementations, the
selected contacts and associated contact data may be stored
both locally and remotely.

In some implementations, the user may determine what
type of record is used to store the selected contacts. As pre-
viously discussed with respect to FIG. 1, block 102, a record
may be one of several types of record. For example, a record
may represent a contact, lead, or account. Thus, according to
various implementations, the user may determine whether the
selected contacts are stored as contacts, a leads, or as
accounts. The user may then provide an input to the database
service provider that identifies the type of record the selected
contacts should be stored as.

FIG. 18 illustrates an example of an image 1800 of a user
interface that may be used to store the selected contacts, in
accordance with some implementations. In various imple-
mentations, image 1800 may include data field 1802. In some
implementations, data field 1802 may be capable of receiving
an input from a user that indicates that selected contacts
should be stored. Thus, in response to receiving an input from
the user, data field 1802 may indicate to the database service
provider that the selected contacts should be stored. More-
over, in this instance, data field 1802 displays the text “Add as
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Leads (4).” Thus, data field 1802 may be further capable of
displaying how many contacts have been selected, and further
capable of receiving an input that identifies what type of
record the contacts should be stored as. In this instance, the
user has indicated that the contacts should be stored as Leads.
Thus, data field 1802 may indicate to the database service
provider that the contacts should be stored as leads.

Returning to FIG. 5, at block 514, the search parameters
and the location parameters for conducting the contact search
may be stored. Thus, in various implementations, in addition
to storing the selected contacts and associated contact data
records, the database service provider may also store the
search parameters and location parameters used to identify
the selected contacts. As similarly discussed with reference to
FIG. 2, block 212, the search parameters and location param-
eters may be stored locally or remotely. In various implemen-
tations, storing the search parameters and location parameters
enables subsequent searches to be performed and previous
search results to be recreated without the additional determin-
ing of parameters. For example, search parameters and loca-
tion parameters for a particular search may be stored in a
record. If the search is to be reproduced or updated, instead of
determining search parameters and location parameters as
described in FIG. 5, blocks 504 and 506, the record may be
retrieved, and the search parameters and location parameters
may be retrieved from the record and used to conduct the
search. Thus, subsequent searches may be performed faster
because fewer parameters need to be determined.

In various implementations, a user of the database service
may have access to a search history. Thus, according to some
implementations, the stored search parameters and location
parameters may be stored in a record that identifies a search
history that is accessible by the user. For example, upon
initiating a search, the user may access the user’s search
history and recall a previous search performed with search
parameters and location parameters previously entered by the
user. The user may then send a request to the database service
provider to conduct a location-based search of contact data
based on the identified previous search.

FIG. 19 illustrates an example of an image 1900 of a user
interface that may be used to store the search parameters and
the location parameters used to conduct location-based con-
tact search method 500, in accordance with some implemen-
tations. In various implementations, image 1900 may include
data field 1902. In some implementations, data field 1902
may be capable of receiving an input from a user that indicates
that the search should be saved. In this instance, data field
1902 displays the text “Save Search.” In response to receiving
the input from the user, data field 1902 may indicate to the
database service provider that the search parameters and loca-
tion parameters should be saved. In various implementations,
saving a search may also indicate that all identified contacts
should also be saved. If all identified contacts are also saved,
then the contact information associated with all identified
contacts may be recalled at a future time.

In some implementations, location-based contact search
method 500 may automatically update the results of the
search. Thus, according to various implementations, a com-
puter application may periodically refresh the results of the
search by periodically conducting subsequent searches of
contact data based on the search parameters and location
parameters initially provided at the beginning of location-
based contact search method 500. When a subsequent search
is performed, new contacts may be identified. In various
implementations, new contacts may be identified when the
user has moved to a different location and new contacts are
within the user’s travel radius or designated distance. In some
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implementations, new contacts may be identified when their
information is added to the contact data that is searched. In
various implementations, the contact data is shared contact
data that is crowd sourced among numerous users of the
database system, as well as other databases that may store
contact information. If another user has contributed contact
information for a new contact, the new contact may be iden-
tified upon updating the search results returned by location-
based contact search method 500.

Furthermore, in various implementations, location-based
contact search method 500 may provide notifications to the
user that indicate that the search results have been updated.
Thus, the user may be notified once new contacts have been
identified. In various implementations, the notification may
be a message displayed at a user interface of a computer
system. In various implementations, the notification indicates
that new contacts have been found and the notification iden-
tifies how many contacts have found. In various implemen-
tations, the notification further identifies the source of the
contact data (e.g. shared contact data or private contact data)
and identifies which previously-stored search yielded the new
contact (e.g. the name of the search). In various implementa-
tions, the user may determine various parameters associated
with the message, such as how often a notification is sent and
where the notification is sent to (e.g. a mobile phone or a
computer system).

FIG. 20 illustrates an example of an image 2000 of a user
interface that may be used to determine how notifications are
provided to auser, in accordance with some implementations.
In various implementations, image 2000 may include data
field 2002. In some implementations, data field 2002 may be
presented in response to a user determining that a search
should be stored. In various implementations, data field 2002
may include data fields 2004, 2006, and 2008.

In various implementations, data field 2004 may be
capable of receiving a data value identifying a name that may
be associated with the search to be saved. Thus, according to
some embodiments, the user may provide a name for a par-
ticular search to be saved. In this instance, the user has chosen
the name “Boston>NYC Prospecting” to identify the search
to be saved. Thus, the received data value may be associated
with and stored in the same record as the search parameters
and location parameters.

In some implementations, data field 2006 may be capable
of receiving a data value identifying one or more types of
notification methods that should be used for new contacts
identified in subsequent searches. In this instance, data field
2006 displays the options of “Chatter® Feed Updates,”
“Instant Web Alerts,” and “Mobile Alerts.” In various imple-
mentations, Chatter® Feed Updates may refer to a social
networking service provided by the database service provider
Salesforce.com®. Thus, updated results of subsequent
searches may be provided to the user via feed updates dis-
played via the user’s Chatter® account. In some embodi-
ments, “Instant Web Alerts” may refer to email messages
while “Mobile Alters” may refer to messages sent to amobile
device, such as a mobile phone. In this instance, the user has
selected to receive updated search results via Chatter® Feed
Updates. In various implementations, the selection may be
identified by a status indicator, such as a check mark.

In various implementations, data field 2008 may be
capable of receiving an input that indicates that the search
should be saved and that notifications for subsequent searches
should or should not be provided. Thus, according to various
implementations, a user may provide an input to data field
2008 after naming the search and identitying how notifica-
tions should be sent to the user. In response to receiving the
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input, data field 2008 may indicate to the database service
provider that the search should be saved and that notifications
should be provided in accordance with the selections identi-
fied by data field 2006.

FIG. 21 illustrates an example of an image 2100 of a user
interface that may be used to provide a notification to a user,
in accordance with some implementations. In some imple-
mentations, image 2100 may be displayed in a mobile device
that is operated by the user. In this instance, the mobile device
is the user’s mobile phone. In various implementations,
image 2100 may include data field 2102. In some implemen-
tations, data field 2102 may provide the user with a notifica-
tion that indicates that a search has been updated. In this
instance, data field 2102 indicates that the previously-stored
search “Boston>NYC Prospecting” has produced 1 new con-
tact. Moreover, data field 2102 indicates that the contact was
identified from shared contact data stored in a virtual portion
of a database system operated and maintained by a database
service provider as part of a database service named “Jig-
saw®.”

FIG. 20A shows a system diagram 2000 illustrating archi-
tectural components of an on-demand service environment
that may be used to implement a contact data unification
method, in accordance with some implementations.

A client machine located in the cloud 2004 (or Internet)
may communicate with the on-demand service environment
via one or more edge routers 2008 and 2012. The edge routers
may communicate with one or more core switches 2020 and
2024 via firewall 2016. The core switches may communicate
with a load balancer 2028, which may distribute server load
over different pods, such as the pods 2040 and 2044. The pods
2040 and 2044, which may each include one or more servers
and/or other computing resources, may perform data process-
ing and other operations used to provide on-demand services.
Communication with the pods may be conducted via pod
switches 2032 and 2036. Components of the on-demand ser-
vice environment may communicate with a database storage
system 2056 via a database firewall 2048 and a database
switch 2052.

As shown in FIGS. 20A and 20B, accessing an on-demand
service environment may involve communications transmit-
ted among a variety of different hardware and/or software
components. Further, the on-demand service environment
2000 is a simplified representation of an actual on-demand
service environment. For example, while only one or two
devices of each type are shown in FIGS. 20A and 20B, some
embodiments of an on-demand service environment may
include anywhere from one to many devices of each type.
Also, the on-demand service environment need not include
each device shown in FIGS. 20A and 20B, or may include
additional devices not shown in FIGS. 20A and 20B.

Moreover, one or more of the devices in the on-demand
service environment 2000 may be implemented on the same
physical device or on different hardware. Some devices may
be implemented using hardware or a combination of hard-
ware and software. Thus, terms such as “data processing
apparatus,” “machine,” “server” and “device” as used herein
are not limited to a single hardware device, but rather include
any hardware and software configured to provide the
described functionality.

The cloud 2004 is intended to refer to a data network or
plurality of data networks, often including the Internet. Client
machines located in the cloud 2004 may communicate with
the on-demand service environment to access services pro-
vided by the on-demand service environment. For example,
client machines may access the on-demand service environ-
ment to retrieve, store, edit, and/or process information.
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In some embodiments, the edge routers 2008 and 2012
route packets between the cloud 2004 and other components
of the on-demand service environment 2000. The edge rout-
ers 2008 and 2012 may employ the Border Gateway Protocol
(BGP). The BGP is the core routing protocol of the Internet.
The edge routers 2008 and 2012 may maintain a table of IP
networks or ‘prefixes’ which designate network reachability
among autonomous systems on the Internet.

In one or more embodiments, the firewall 2016 may protect
the inner components of the on-demand service environment
2000 from Internet traffic. The firewall 2016 may block,
permit, or deny access to the inner components of the on-
demand service environment 2000 based upon a set of rules
and other criteria. The firewall 2016 may act as one or more of
apacket filter, an application gateway, a stateful filter, a proxy
server, or any other type of firewall.

In some embodiments, the core switches 2020 and 2024 are
high-capacity switches that transfer packets within the on-
demand service environment 2000. The core switches 2020
and 2024 may be configured as network bridges that quickly
route data between different components within the on-de-
mand service environment. In some embodiments, the use of
two or more core switches 2020 and 2024 may provide redun-
dancy and/or reduced latency.

In some embodiments, the pods 2040 and 2044 may per-
form the core data processing and service functions provided
by the on-demand service environment. Each pod may
include various types of hardware and/or software computing
resources. An example of the pod architecture is discussed in
greater detail with reference to FIG. 20B.

In some embodiments, communication between the pods
2040 and 2044 may be conducted via the pod switches 2032
and 2036. The pod switches 2032 and 2036 may facilitate
communication between the pods 2040 and 2044 and client
machines located in the cloud 2004, for example via core
switches 2020 and 2024. Also, the pod switches 2032 and
2036 may facilitate communication between the pods 2040
and 2044 and the database storage 2056.

In some embodiments, the load balancer 2028 may distrib-
ute workload between the pods 2040 and 2044. Balancing the
on-demand service requests between the pods may assist in
improving the use of resources, increasing throughput, reduc-
ing response times, and/or reducing overhead. The load bal-
ancer 2028 may include multilayer switches to analyze and
forward traffic.

In some embodiments, access to the database storage 2056
may be guarded by a database firewall 2048. The database
firewall 2048 may act as a computer application firewall
operating at the database application layer of a protocol stack.
The database firewall 2048 may protect the database storage
2056 from application attacks such as structure query lan-
guage (SQL) injection, database rootkits, and unauthorized
information disclosure.

In some embodiments, the database firewall 2048 may
include a host using one or more forms of reverse proxy
services to proxy traffic before passing it to a gateway router.
The database firewall 2048 may inspect the contents of data-
base traffic and block certain content or database requests.
The database firewall 2048 may work on the SQL application
level atop the TCP/IP stack, managing applications’ connec-
tion to the database or SQL management interfaces as well as
intercepting and enforcing packets traveling to or from a
database network or application interface.

In some embodiments, communication with the database
storage system 2056 may be conducted via the database
switch 2052. The multi-tenant database system 2056 may
include more than one hardware and/or software components
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for handling database queries. Accordingly, the database
switch 2052 may direct database queries transmitted by other
components of the on-demand service environment (e.g., the
pods 2040 and 2044) to the correct components within the
database storage system 2056.

In some embodiments, the database storage system 2056 is
an on-demand database system shared by many different
organizations. The on-demand database system may employ
a multi-tenant approach, a virtualized approach, or any other
type of database approach. An on-demand database system is
discussed in greater detail with reference to FIGS. 21 and 22.

FIG. 20B shows a system diagram further illustrating
architectural components of an on-demand service environ-
ment that may be used to implement a contact data unification
method, in accordance with some implementations.

In some embodiments, each pod may include a variety of
servers and/or other systems. The pod 2044 includes one or
more content batch servers 2064, content search servers 2068,
query servers 2072, file force servers 2076, access control
system (ACS) servers 2080, batch servers 2084, and app
servers 2088. Also, the pod 2044 includes database instances
2090, quick file systems (QFS) 2092, and indexers 2094. In
one or more embodiments, some or all communication
between the servers in the pod 2044 may be transmitted via
the switch 2036.

In some embodiments, the application servers 2088 may
include a hardware and/or software framework dedicated to
the execution of procedures (e.g., programs, routines, scripts)
for supporting the construction of applications provided by
the on-demand service environment 2000 via the pod 2044.
Some such procedures may include operations for providing
the services described herein.

The content batch servers 2064 may requests internal to the
pod. These requests may be long-running and/or not tied to a
particular customer. For example, the content batch servers
2064 may handle requests related to log mining, cleanup
work, and maintenance tasks.

The content search servers 2068 may provide query and
indexer functions. For example, the functions provided by the
content search servers 2068 may allow users to search
through content stored in the on-demand service environ-
ment.

The Fileforce servers 2076 may manage requests informa-
tion stored in the Fileforce storage 2078. The Fileforce stor-
age 2078 may store information such as documents, images,
and basic large objects (BLOBs). By managing requests for
information using the Fileforce servers 2076, the image foot-
print on the database may be reduced.

The query servers 2072 may be used to retrieve informa-
tion from one or more file systems. For example, the query
system 2072 may receive requests for information from the
app servers 2088 and then transmit information queries to the
NFS 2096 located outside the pod.

The pod 2044 may share a database instance 2090 config-
ured as a multi-tenant environment in which different orga-
nizations share access to the same database. Additionally,
services rendered by the pod 2044 may require various hard-
ware and/or software resources. In some embodiments, the
ACS servers 2080 may control access to data, hardware
resources, or software resources.

In some embodiments, the batch servers 2084 may process
batch jobs, which are used to run tasks at specified times.
Thus, the batch servers 2084 may transmit instructions to
other servers, such as the app servers 2088, to trigger the batch
jobs.

In some embodiments, the QFS 2092 may be an open
source file system available from Sun Microsystems® of
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Santa Clara, Calif. The QFS may serve as a rapid-access file
system for storing and accessing information available within
the pod 2044. The QFS 2092 may support some volume
management capabilities, allowing many disks to be grouped
together into a file system. File system metadata can be kept
on a separate set of disks, which may be useful for streaming
applications where long disk seeks cannot be tolerated. Thus,
the QFS system may communicate with one or more content
search servers 2068 and/or indexers 2094 to identify, retrieve,
move, and/or update data stored in the network file systems
2096 and/or other storage systems.

In some embodiments, one or more query servers 2072
may communicate with the NFS 2096 to retrieve and/or
update information stored outside of the pod 2044. The NFS
2096 may allow servers located in the pod 2044 to access
information to access files over a network in a manner similar
to how local storage is accessed.

In some embodiments, queries from the query servers 2022
may be transmitted to the NFS 2096 via the load balancer
2020, which may distribute resource requests over various
resources available in the on-demand service environment.
The NFS 2096 may also communicate with the QFS 2092 to
update the information stored on the NFS 2096 and/or to
provide information to the QFS 2092 for use by servers
located within the pod 2044.

In some embodiments, the pod may include one or more
database instances 2090. The database instance 2090 may
transmit information to the QFS 2092. When information is
transmitted to the QFS, it may be available for use by servers
within the pod 2044 without requiring an additional database
call.

In some embodiments, database information may be trans-
mitted to the indexer 2094. Indexer 2094 may provide an
index of information available in the database 2090 and/or
QFS 2092. The index information may be provided to file
force servers 2076 and/or the QFS 2092.

FIG. 21 shows a system diagram 2110 illustrating the
architecture of a multitenant database environment, in accor-
dance with some implementations.

Environment 2110 includes an on-demand database ser-
vice 2116. User system 2112 may be any machine or system
that is used by a user to access a database user system. For
example, any of user systems 2112 can be a handheld com-
puting device, a mobile phone, a laptop computer, a work
station, and/or a network of computing devices. As illustrated
in FIGS. 21 and 22, user systems 2112 might interact via a
network 2114 with the on-demand database service 2116.

An on-demand database service, such as system 2116, is a
database system that is made available to outside users that do
not need to necessarily be concerned with building and/or
maintaining the database system, but instead may be available
for their use when the users need the database system (e.g., on
the demand of the users). Some on-demand database services
may store information from one or more tenants stored into
tables of a common database image to form a multi-tenant
database system (MTS).

Accordingly, “on-demand database service 2116~ and
“system 2116” will be used interchangeably herein. A data-
base image may include one or more database objects. A
relational database management system (RDBMS) or the
equivalent may execute storage and retrieval of information
against the database object(s). Application platform 2118
may be a framework that allows the applications of system
2116 to run, such as the hardware and/or software, e.g., the
operating system. In an embodiment, on-demand database
service 2116 may include an application platform 2118 that
enables creation, managing and executing one or more appli-
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cations developed by the provider of the on-demand database
service, users accessing the on-demand database service via
user systems 2112, or third party application developers
accessing the on-demand database service via user systems
2112.

One arrangement for elements of system 2116 is shown in
FIG. 21, including a network interface 2120, application plat-
form 2118, tenant data storage 2122 for tenant data 2123,
system data storage 2124 for system data 2125 accessible to
system 2116 and possibly multiple tenants, program code
2126 for implementing various functions of system 2116, and
a process space 2128 for executing MTS system processes
and tenant-specific processes, such as running applications as
part of an application hosting service. Additional processes
that may execute on system 2116 include database indexing
processes.

The users of user systems 2112 may differ in their respec-
tive capacities, and the capacity of a particular user system
2112 might be entirely determined by permissions (permis-
sion levels) for the current user. For example, where a call
center agent is using a particular user system 2112 to interact
with system 2116, the user system 2112 has the capacities
allotted to that call center agent. However, while an adminis-
trator is using that user system to interact with system 2116,
that user system has the capacities allotted to that administra-
tor. In systems with a hierarchical role model, users at one
permission level may have access to applications, data, and
database information accessible by a lower permission level
user, but may not have access to certain applications, database
information, and data accessible by a user at a higher permis-
sion level. Thus, different users may have different capabili-
ties with regard to accessing and modifying application and
database information, depending on a user’s security or per-
mission level.

Network 2114 is any network or combination of networks
of devices that communicate with one another. For example,
network 2114 can be any one or any combination of a LAN
(local area network), WAN (wide area network), telephone
network, wireless network, point-to-point network, star net-
work, token ring network, hub network, or other appropriate
configuration. As the most common type of computer net-
work in current use is a TCP/IP (Transter Control Protocol
and Internet Protocol) network (e.g., the Internet), that net-
work will be used in many of the examples herein. However,
it should be understood that the networks used in some
embodiments are not so limited, although TCP/IP is a fre-
quently implemented protocol.

User systems 2112 might communicate with system 2116
using TCP/IP and, at a higher network level, use other com-
mon Internet protocols to communicate, such as HT'TP, FTP,
AFS, WAP, etc. In an example where HTTP is used, user
system 2112 might include an HTTP client commonly
referred to as a “browser” for sending and receiving HTTP
messages to and from an HTTP server at system 2116. Such
an HTTP server might be implemented as the sole network
interface between system 2116 and network 2114, but other
techniques might be used as well or instead. In some imple-
mentations, the interface between system 2116 and network
2114 includes load sharing functionality, such as round-robin
HTTP request distributors to balance loads and distribute
incoming HTTP requests evenly over a plurality of servers. At
least as for the users that are accessing that server, each of the
plurality of servers has access to the MTS’ data; however,
other alternative configurations may be used instead.

In one embodiment, system 2116, shown in FIG. 21, imple-
ments a web-based customer relationship management
(CRM) system. For example, in one embodiment, system
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2116 includes application servers configured to implement
and execute CRM software applications as well as provide
related data, code, forms, web pages and other information to
and from user systems 2112 and to store to, and retrieve from,
a database system related data, objects, and Webpage content.
With a multi-tenant system, data for multiple tenants may be
stored in the same physical database object, however, tenant
data typically is arranged so that data of one tenant is kept
logically separate from that of other tenants so that one tenant
does not have access to another tenant’s data, unless such data
is expressly shared. In certain embodiments, system 2116
implements applications other than, or in addition to, a CRM
application. For example, system 2116 may provide tenant
access to multiple hosted (standard and custom) applications.
User (or third party developer) applications, which may or
may not include CRM, may be supported by the application
platform 2118, which manages creation, storage of the appli-
cations into one or more database objects and executing of the
applications in a virtual machine in the process space of the
system 2116.

Each user system 2112 could include a desktop personal
computer, workstation, laptop, PDA, cell phone, or any wire-
less access protocol (WAP) enabled device or any other com-
puting device capable of interfacing directly or indirectly to
the Internet or other network connection. User system 2112
typically runs an HTTP client, e.g., a browsing program, such
as Microsoft’s Internet Explorer® browser, Mozilla’s Fire-
fox® browser, Opera’s browser, or a WAP-enabled browser
in the case of a cell phone, PDA or other wireless device, or
the like, allowing a user (e.g., subscriber of the multi-tenant
database system) of user system 2112 to access, process and
view information, pages and applications available to it from
system 2116 over network 2114.

Each user system 2112 also typically includes one or more
user interface devices, such as a keyboard, a mouse, trackball,
touch pad, touch screen, pen or the like, for interacting with a
graphical user interface (GUI) provided by the browser on a
display (e.g., a monitor screen, LCD display, etc.) in conjunc-
tion with pages, forms, applications and other information
provided by system 2116 or other systems or servers. For
example, the user interface device can be used to access data
and applications hosted by system 2116, and to perform
searches on stored data, and otherwise allow a user to interact
with various GUI pages that may be presented to a user. As
discussed above, embodiments are suitable for use with the
Internet, which refers to a specific global internetwork of
networks. However, it should be understood that other net-
works can be used instead of the Internet, such as an intranet,
an extranet, a virtual private network (VPN), a non-TCP/IP
based network, any LAN or WAN or the like.

According to one embodiment, each user system 2112 and
all of its components are operator configurable using appli-
cations, such as a browser, including computer code run using
a central processing unit such as an Intel Pentium® processor
or the like. Similarly, system 2116 (and additional instances
of'an MTS, where more than one is present) and all of their
components might be operator configurable using application
(s) including computer code to run using a central processing
unit such as processor system 2117, which may include an
Intel Pentium® processor or the like, and/or multiple proces-
sor units.

A computer program product embodiment includes a
machine-readable storage medium (media) having instruc-
tions stored thereon/in which can be used to program a com-
puter to perform any of the processes of the embodiments
described herein. Computer code for operating and configur-
ing system 2116 to intercommunicate and to process web
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pages, applications and other data and media content as
described herein are preferably downloaded and stored on a
hard disk, but the entire program code, or portions thereof,
may also be stored in any other volatile or non-volatile
memory medium or device, such as a ROM or RAM, or
provided on any media capable of storing program code, such
as any type of rotating media including floppy disks, optical
discs, digital versatile disk (DVD), compact disk (CD),
microdrive, and magneto-optical disks, and magnetic or opti-
cal cards, nanosystems (including molecular memory ICs), or
any type of media or device suitable for storing instructions
and/or data. Additionally, the entire program code, or portions
thereof, may be transmitted and downloaded from a software
source over a transmission medium, e.g., over the Internet, or
from another server, or transmitted over any other conven-
tional network connection (e.g., extranet, VPN, LAN, etc.)
using any communication medium and protocols (e.g., TCP/
1P, HTTP, HTTPS, Ethernet, etc.). It will also be appreciated
that computer code for implementing embodiments can be
implemented in any programming language that can be
executed on a client system and/or server or server system
such as, for example, C, C++, HIML, any other markup
language, Java™, JavaScript®, ActiveX®, any other script-
ing language, such as VBScript, and many other program-
ming languages as are well known may be used. (Java™ is a
trademark of Sun Microsystems®, Inc.).

According to one embodiment, each system 2116 is con-
figured to provide web pages, forms, applications, data and
media content to user (client) systems 2112 to support the
access by user systems 2112 as tenants of system 2116. As
such, system 2116 provides security mechanisms to keep
each tenant’s data separate unless the data is shared. If more
than one MTS is used, they may be located in close proximity
to one another (e.g., in a server farm located in a single
building or campus), or they may be distributed at locations
remote from one another (e.g., one or more servers located in
city A and one or more servers located in city B). As used
herein, each MTS could include logically and/or physically
connected servers distributed locally or across one or more
geographic locations. Additionally, the term “server” is
meant to include a computer system, including processing
hardware and process space(s), and an associated storage
system and database application (e.g., OODBMS or
RDBMS) as is well known in the art.

It should also be understood that “server system” and
“server” are often used interchangeably herein. Similarly, the
database object described herein can be implemented as
single databases, a distributed database, a collection of dis-
tributed databases, a database with redundant online or offline
backups or other redundancies, etc., and might include a
distributed database or storage network and associated pro-
cessing intelligence.

FIG. 22 shows a system diagram 2110 further illustrating
the architecture of a multitenant database environment, in
accordance with some implementations. FIG. 22 shows that
user system 2112 may include processor system 2112A,
memory system 2112B, input system 2112C, and output sys-
tem 2112D. FIG. 22 shows network 2114 and system 2116.
FIG. 22 also shows that system 2116 may include tenant data
storage 2122, tenant data 2123, system data storage 2124,
system data 2125, User Interface (UI) 2230, Application Pro-
gram Interface (API) 2232, PL/SOQL 2234, save routines
2236, application setup mechanism 2238, applications serv-
ers 22001-2400N, system process space 2202, tenant process
spaces 2204, tenant management process space 2210, tenant
storage area 2212, user storage 2214, and application meta-
data 2216. In other embodiments, environment 2110 may not
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have the same elements as those listed above and/or may have
other elements instead of, or in addition to, those listed above.

User system 2112, network 2114, system 2116, tenant data
storage 2122, and system data storage 2124 were discussed
above in FIG. 21. Regarding user system 2112, processor
system 2112A may be any combination of processors.
Memory system 2112B may be any combination of one or
more memory devices, short term, and/or long term memory.
Input system 2112C may be any combination of input
devices, such as keyboards, mice, trackballs, scanners, cam-
eras, and/or interfaces to networks. Output system 2112D
may be any combination of output devices, such as monitors,
printers, and/or interfaces to networks. As shown by FIG. 22,
system 2116 may include a network interface 2120 (of FIG.
21) implemented as a set of HT'TP application servers 2200,
an application platform 2118, tenant data storage 2122, and
system data storage 2124. Also shown is system process
space 2202, including individual tenant process spaces 2204
and a tenant management process space 2210. Each applica-
tion server 2200 may be configured to tenant data storage
2122 and the tenant data 2123 therein, and system data stor-
age 2124 and the system data 2125 therein to serve requests of
user systems 2112. The tenant data 2123 might be divided
into individual tenant storage areas 2212, which can be either
a physical arrangement and/or a logical arrangement of data.
Within each tenant storage area 2212, user storage 2214 and
application metadata 2216 might be similarly allocated for
each user. For example, a copy of a user’s most recently used
(MRU) items might be stored to user storage 2214. Similarly,
acopy of MRU items for an entire organization that is a tenant
might be stored to tenant storage area 2212. A UI 2230 pro-
vides auser interface and an AP12232 provides an application
programmer interface to system 2116 resident processes to
users and/or developers at user systems 2112. The tenant data
and the system data may be stored in various databases, such
as Oracle™ databases.

Application platform 2118 includes an application setup
mechanism 2238 that supports application developers’ cre-
ation and management of applications, which may be saved as
metadata into tenant data storage 2122 by save routines 2236
for execution by subscribers as tenant process spaces 2204
managed by tenant management process 2210 for example.
Invocations to such applications may be coded using
PL/SOQL 34 that provides a programming language style
interface extension to API 2232. A detailed description of
some PL/SOQL language embodiments is discussed in com-
monly assigned U.S. Pat. No. 7,730,478, titled METHOD
AND SYSTEM FOR ALLOWING ACCESS TO DEVEL-
OPED APPLICATIONS VIA A MULTI-TENANT ON-DE-
MAND DATABASE SERVICE, by Craig Weissman, filed
Sep. 20, 2007, which is hereby incorporated by reference in
its entirety and for all purposes. Invocations to applications
may be detected by system processes, which manage retriev-
ing application metadata 2216 for the subscriber making the
invocation and executing the metadata as an application in a
virtual machine.

Each application server 2200 may be communicably
coupled to database systems, e.g., having access to system
data 2125 and tenant data 2123, via a different network con-
nection. For example, one application server 22001 might be
coupled via the network 2114 (e.g., the Internet), another
application server 2200N-1 might be coupled via a direct
network link, and another application server 2200N might be
coupled by yet a different network connection. Transter Con-
trol Protocol and Internet Protocol (TCP/IP) are typical pro-
tocols for communicating between application servers 2200
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and the database system. However, other transport protocols
may be used to optimize the system depending on the network
interconnect used.

In certain embodiments, each application server 2200 is
configured to handle requests for any user associated with any
organization that is a tenant. Because it is desirable to be able
to add and remove application servers from the server pool at
any time for any reason, there is preferably no server affinity
for a user and/or organization to a specific application server
2200. In one embodiment, therefore, an interface system
implementing a load balancing function (e.g., an F5 Big-IP
load balancer) is communicably coupled between the appli-
cation servers 2200 and the user systems 2112 to distribute
requests to the application servers 2200. In one embodiment,
the load balancer uses a least connections algorithm to route
user requests to the application servers 2200. Other examples
of load balancing algorithms, such as round robin and
observed response time, also can be used. For example, in
certain embodiments, three consecutive requests from the
same user could hit three different application servers 2200,
and three requests from different users could hit the same
application server 2200. In this manner, system 2116 is multi-
tenant, wherein system 2116 handles storage of, and access
to, different objects, data and applications across disparate
users and organizations.

As an example of storage, one tenant might be a company
that employs a sales force where each call center agent uses
system 2116 to manage their sales process. Thus, a user might
maintain contact data, leads data, customer follow-up data,
performance data, goals and progress data, etc., all applicable
to that user’s personal sales process (e.g., in tenant data stor-
age 2122). In an example of a MTS arrangement, since all of
the data and the applications to access, view, modify, report,
transmit, calculate, etc., can be maintained and accessed by a
user system having nothing more than network access, the
user can manage his or her sales efforts and cycles from any
of many different user systems. For example, if a call center
agent is visiting a customer and the customer has Internet
access in their lobby, the call center agent can obtain critical
updates as to that customer while waiting for the customer to
arrive in the lobby.

While each user’s data might be separate from other users’
data regardless of the employers of each user, some data
might be organization-wide data shared or accessible by a
plurality of users or all of the users for a given organization
that is a tenant. Thus, there might be some data structures
managed by system 2116 that are allocated at the tenant level
while other data structures might be managed at the user level.
Because an MTS might support multiple tenants including
possible competitors, the MTS should have security protocols
that keep data, applications, and application use separate.
Also, because many tenants may opt for access to an MTS
rather than maintain their own system, redundancy, up-time,
and backup are additional functions that may be implemented
in the MTS. In addition to user-specific data and tenant spe-
cific data, system 2116 might also maintain system level data
usable by multiple tenants or other data. Such system level
data might include industry reports, news, postings, and the
like that are sharable among tenants.

In certain embodiments, user systems 2112 (which may be
client machines/systems) communicate with application
servers 2200 to request and update system-level and tenant-
level data from system 2116 that may require sending one or
more queries to tenant data storage 2122 and/or system data
storage 2124. System 2116 (e.g., an application server 2200
in system 2116) automatically generates one or more SQL
statements (e.g., SQL queries) that are designed to access the
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desired information. System data storage 2124 may generate
query plans to access the requested data from the database.

Each database can generally be viewed as a collection of
objects, such as a set of logical tables, containing data fitted
into predefined categories. A “table” is one representation of
a data object, and may be used herein to simplify the concep-
tual description of objects and custom objects according to
some embodiments. It should be understood that “table” and
“object” may be used interchangeably herein. Each table
generally contains one or more data categories logically
arranged as columns or fields in a viewable schema. Each row
or record of a table contains an instance of data for each
category defined by the fields. For example, a CRM database
may include a table that describes a customer with fields for
basic contact information such as name, address, phone num-
ber, fax number, etc. Another table might describe a purchase
order, including fields for information such as customer,
product, sale price, date, etc. In some multi-tenant database
systems, standard entity tables might be provided for use by
all tenants. For CRM database applications, such standard
entities might include tables for contact, lead, and opportu-
nity data, each containing pre-defined fields. It should be
understood that the word “entity” may also be used inter-
changeably herein with “object” and “table”.

In some multi-tenant database systems, tenants may be
allowed to create and store custom objects, or they may be
allowed to customize standard entities or objects, for example
by creating custom fields for standard objects, including cus-
tom index fields. U.S. Pat. No. 7,779,039, titled CUSTOM
ENTITIES AND FIELDS IN A MULTI-TENANT DATA-
BASE SYSTEM, by Weissman, et al., and which is hereby
incorporated by reference in its entirety and for all purposes,
teaches systems and methods for creating custom objects as
well as customizing standard objects in a multi-tenant data-
base system. In some embodiments, for example, all custom
entity data rows are stored in a single multi-tenant physical
table, which may contain multiple logical tables per organi-
zation. In some embodiments, multiple “tables™ for a single
customer may actually be stored in one large table and/or in
the same table as the data of other customers.

These and other aspects of the disclosure may be imple-
mented by various types of hardware, software, firmware, etc.
For example, some features of the disclosure may be imple-
mented, at least in part, by machine-readable media that
include program instructions, state information, etc., for per-
forming various operations described herein. Examples of
program instructions include both machine code, such as
produced by a compiler, and files containing higher-level
code that may be executed by the computer using an inter-
preter. Examples of machine-readable media include, but are
not limited to, magnetic media such as hard disks, floppy
disks, and magnetic tape; optical media such as CD-ROM
disks; magneto-optical media; and hardware devices that are
specially configured to store and perform program instruc-
tions, such as read-only memory devices (“ROM”) and ran-
dom access memory (“RAM”).

While one or more implementations and techniques are
described with reference to an embodiment in which a service
cloud console is implemented in a system having an applica-
tion server providing a front end for an on-demand database
service capable of supporting multiple tenants, the one or
more implementations and techniques are not limited to
multi-tenant databases nor deployment on application serv-
ers. Embodiments may be practiced using other database
architectures, i.e., ORACLE®, DB2® by IBM and the like
without departing from the scope of the embodiments
claimed.
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Any of the above embodiments may be used alone or
together with one another in any combination. Although vari-
ous embodiments may have been motivated by various defi-
ciencies with the prior art, which may be discussed or alluded
to in one or more places in the specification, the embodiments
do not necessarily address any of these deficiencies. In other
words, different embodiments may address different defi-
ciencies that may be discussed in the specification. Some
embodiments may only partially address some deficiencies or
just one deficiency that may be discussed in the specification,
and some embodiments may not address any of these defi-
ciencies.

While various embodiments have been described herein, it
should be understood that they have been presented by way of
example only, and not limitation. Thus, the breadth and scope
of'the present application should not be limited by any of the
embodiments described herein, but should be defined only in
accordance with the following and later-submitted claims and
their equivalents.

What is claimed is:

1. A computer implemented method comprising:

receiving a request to search contact data providing contact

information associated with at least one individual, at
least a first portion of the contact data including private
contact data associated with the at least one individual,
at least a second portion of the contact data including
shared contact data aggregated and maintained by a
provider of a database service, the shared contact data
being crowd sourced and provided by a plurality ofusers
of'the database service and stored in a virtual portion of
adatabase system, at least a portion of the shared contact
data being provided based on a credibility determination
indicating a likelihood that the shared contact data is
valid, the credibility determination based on a position
of one of the users within an organizational hierarchy of
an organization, the position of the one user based on an
occupational title and at least one designated relation-
ship between occupational titles of users;

responsive to the request, retrieving search parameters and

a first geographical location associated with a source of
the request to define a first search;

performing the first search of the contact data to identify a

first contact based on the search parameters and based on
the first geographical location, the first contact being
identified based at least in part on a geographical dis-
tance between the first contact and the first geographical
location; and

generating a geographical representation of the first con-

tact, the geographical representation being a map indi-
cating a geographical location of the first contact on the
mayp, the geographical representation capable of being
displayed at a user interface of a computer system.

2. The computer implemented method of claim 1 further
comprising:

identifying a selected contact based on a selection received

from a user of the database service, the selection identi-
fying the first contact.

3. The computer implemented method of claim 2 further
comprising:

storing the selected contact in a virtual portion of a data-

base system, the virtual portion of the database system
storing private contact data accessible by the user of the
database service; and

storing the search parameters in the virtual portion of the

database system.

4. The computer implemented method of claim 1, wherein
the search parameters include one or more items selected
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from the group consisting of: occupational title, occupational
industry, department, role, and company name.

5. The computer implemented method of claim 1, wherein
the first contact is identified in response to the geographical
distance being less than a designated value.

6. The computer implemented method of claim 5, wherein
the geographical distance is determined based on a global
positioning system.

7. The computer implemented method of claim 1, wherein
the source of the request is a user of the database service
provided in an on-demand computing service environment.

8. The method of claim 1, further comprising:

updating the geographical representation by:

performing a second search of the contact data to iden-
tify a second contact based on the search parameters
and based on a second geographical location associ-
ated with the source of the request;

updating the geographical representation to display on
the map a geographical location of the second contact;
and

generating a notification indicating that the geographi-
cal representation has been updated, the notification
capable of being displayed at the user interface of the
computer system, wherein the second contact was
added to the shared contact data of the database ser-
vice provider by another user at a time after the iden-
tification of the first contact.

9. The method of claim 8, wherein the first and second
geographical locations are different.

10. A system comprising:

a database system; and

one or more computing devices configured to:

receive a request to search contact data providing con-
tact information associated with at least one indi-
vidual, at least a first portion of the contact data
including private contact data associated with the at
least one individual, at least a second portion of the
contact data including shared contact data aggregated
and maintained by a provider of a database service,
the shared contact data being crowd sourced and pro-
vided by a plurality of users of the database service
and stored in a virtual portion of a database system, at
least a portion of the shared contact data being pro-
vided based on a credibility determination indicating
a likelihood that the shared contact data is valid, the
credibility determination based on a position of one of
the users within an organizational hierarchy of an
organization, the position of the one user based on an
occupational title and at least one designated relation-
ship between occupational titles of users;

responsive to the request, retrieve search parameters and
a first geographical location associated with a source
of the request to define a first search;

perform the first search of the contact data to identify a
first contact based on the search parameters and based
on the first geographical location, the first contact
being identified based at least in part on a geographi-
cal distance between the first contact and the first
geographical location; and

generate a geographical representation of the first con-
tact, the geographical representation being a map
indicating a geographical location of the first contact
on the map, the geographical representation capable
of being displayed at a user interface of a computer
system.

11. The system of claim 10, wherein the one or more
computing devices are further configured to:
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identify a selected contact based on a selection received
from a user of the database service, the selection identi-
fying the first contact.

12. The system of claim 11, wherein the one or more
computing devices are further configured to:

store the selected contact in a virtual portion of the database

system, the virtual portion of the database system storing
private contact data accessible by the user of the data-
base service; and

store the search parameters in the virtual portion of the

database system.

13. The system of claim 10, wherein the search parameters
include one or more items selected from the group consisting
of: occupational title, occupational industry, department,
role, and company name.

14. The system of claim 10, wherein the first contact is
identified in response to the geographical distance being less
than a designated value.

15. The system of claim 14, wherein the geographical
distance is determined based on a global positioning system.

16. The system of claim 10, wherein the source of the
request is a user of the database service provided in an on-
demand computing service environment.

17. The system of claim 10, the one or more computing
devices further configured to:

update the geographical representation by:

performing a second search of the contact data to iden-
tify a second contact based on the search parameters
and based on a second geographical location associ-
ated with the source of the request;

updating the geographical representation to display on
the map a geographical location of the second contact;
and

generating a notification indicating that the geographi-
cal representation has been updated, the notification
capable of being displayed at the user interface of the
computer system, wherein the second contact was
added to the shared contact data of the database ser-
vice provider by another user at a time after the iden-
tification of the first contact.

18. The system of claim 17, wherein the first and second
geographical locations are different.

19. One or more non-transitory computer-readable storage
media having instructions stored therein, the instructions con-
figured to cause a method to be performed, the method com-
prising:

receiving a request to search contact data providing contact

information associated with at least one individual, at
least a first portion of the contact data including private
contact data associated with the at least one individual,
at least a second portion of the contact data including
shared contact data aggregated and maintained by a
provider of a database service, the shared contact data
being crowd sourced and provided by a plurality ofusers
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valid, the credibility determination based on a position
of one of the users within an organizational hierarchy of
an organization, the position of the one user based on an
occupational title and at least one designated relation-
ship between occupational titles of users;

responsive to the request, retrieving search parameters and

a first geographical location associated with a source of
the request to define a first search;

performing the first search of the contact data to identify a

first contact based on the search parameters and based on
the first geographical location, the first contact being
identified based at least in part on a geographical dis-
tance between the first contact and the first geographical
location; and

generating a geographical representation of the first con-

tact, the geographical representation being a map indi-
cating a geographical location of the first contact on the
mayp, the geographical representation capable of being
displayed at a user interface of a computer system.

20. The one or more non-transitory computer-readable
storage media of claim 19 further comprising:

identifying a selected contact based on a selection received

from a user of the database service, the selection identi-
fying the first contact.

21. The one or more non-transitory computer-readable
storage media of claim 20 further comprising:

storing the selected contact in a virtual portion of a data-

base system, the virtual portion of the database system
storing private contact data accessible by the user of the
database service; and

storing the search parameters in the virtual portion of the

database system.

22. The one or more non-transitory computer-readable
storage media of claim 19, wherein the first contact is iden-
tified in response to the geographical distance being less than
a designated value.

23. The one or more non-transitory computer-readable
storage media of claim 19, the method further comprising:

updating the geographical representation by:

performing a second search of the contact data to iden-
tify a second contact based on the search parameters
and based on a second geographical location associ-
ated with the source of the request;

updating the geographical representation to display on
the map a geographical location of the second contact;
and

generating a notification indicating that the geographical

representation has been updated, the notification
capable of being displayed at the user interface of the
computer system, wherein the second contact was added
to the shared contact data of the database service pro-
vider by another user at a time after the identification of
the first contact.

24. The one or more non-transitory computer-readable
storage media of claim 23, wherein the first and second geo-
graphical locations are different.
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